Datenschutz-Hinweise der Vodafone GmbH und der Vodafone Kabel Deutschland GmbH

Ihre Privatsphére ist unswichtig. Hierlesen Sie, wie wir mit Ihren Daten umge-
hen.Sieund der Gesetzgeberentscheiden, was wir mit Ihren Daten tun. Basis
dafirist Ihre Einwilligung oder eine gesetzliche Erlaubnis.

1.

Datenschutz-Infos fiir Ihre Mobilfunk-Produkte

Schlieen Sie einen Mobilfunk-Vertrag bei uns ab, nutzen wir Ihre Kun-
dendateninersterLinie,damitwirdenVertragmitlhnenerfiillenkénnen,
umz.B.lhre Telefonate durchzufiihren, Ihnen die Webseiten anzuzeigen,
die Sie ansurfen oder die bei Ihrem Vodafone Pass inkludierten Apps zu
identifizieren und die verbrauchten Daten richtig abzurechnen. Dafiir
verwenden wir Ihre Mobilfunknummer und die Web-Adresse, unter der
Sie die App abrufen. Um Stérungen Ihrer Verbindung zu beseitigen,
speichern wir auBerdem Internet-Verkehrsdaten wie lhre IP-Adresse.
Um lhnen eine korrekte Telefonrechnung zu stellen, speichern wir
Telefon-Verkehrsdaten wie Anfang, Ende und Partner Ihrer Gesprache.
|hre Bestands- und Verkehrsdaten nutzen wir, um Missbrauch unserer
Produkte zu erkennen und zu verhindern. lhre Standortdaten nutzen
wir, um Ihre Gesprache und Verbindungen herzustellen.

Datenschutz-Infos fiir Ihren Internet- und Telefonvertrag
Schliefen Sie einen Internet- oder Telefonvertrag mit unsab, nutzenwir
Ihre Kundendatenin erster Linie, damitwirden Vertragmitlhnenerfillen
kénnen.Um lhnenz.B.Post mitInfoszulhrem Vertrag zu schicken. Oder
umdierichtigen Produkte fiir Sie zu aktivieren. Diese persénlichen Daten
sindlhre sogenannten Bestandsdaten. Um Stérungen Ihrer Verbindung
zu beseitigen, speichern wir auerdem Internet-Verkehrsdaten wie
Ihre IP-Adresse. Um Ihnen eine korrekte Telefonrechnung zu stellen,
speichernwir Telefon-Verkehrsdatenwie Anfang, Ende und Partnerlhrer
Gesprache. Ihre Bestands-undVerkehrsdaten nutzenwir,um Missbrauch
unserer Produkte zu erkennen und zu verhindern. Ihre Standortdaten
nutzen wir, um lhre Gesprache und Verbindungen herzustellen.

Datenschutz-Infos fiir Ihr Secure Net und Sicherheitspaket
Nutzen Sie Secure Net, zum sicheren mobilen Surfen, untersuchen
wir, ob die Webseiten und Downloads, die Sie aufrufen, Schadcode wie
Virenund Trojaner enthalten. Besuchen Sie eine potenziell gefahrliche
Seite, bekommen Sie eine Online-Warnung von uns. Wenn Sie trotz der
Warnung weiter surfen wollen, entscheiden Sie selbst, ob Sie der Seite
trotzdemvertrauen. Geféhrliche Downloads blockierenwirkonsequent.
Sie bekommen dann eine Info-SMS. Dafiir und fiir Ihre Registrierung
nutzen wir Ihre Mobilfunk-Nummer.

Nutzen Sie das Sicherheitspaket powered by F-Secure, schlieen Sie
einen Vertrag direkt mit unserem Kooperationspartner: F-Secure Cor-
poration, Tammasaarenkatu 7,PL 24,00181 Helsinki, Finnland. Deshalb
Gbermitteln wir Ihre Bestandsdaten an F-Secure. Wir und F-Secure sind
fiir die Verarbeitung Ihrer personlichen Daten jeweils verantwortlich.
Mehr zum Datenschutz bei F-Secure erfahren Sie online unter den Da-
tenschutzhinweisenvon F-Secure: https://www.f-secure.com/de_DE/
web/legal/privacy/website.

Datenschutz-Infosfiir lhre WLAN Produkte: Hotspot und Homespot
Nutzen Sie unser WLAN-Hotspot-Flat oder nehmen Sie am Homespot-
Serviceteil, speichernwirlhre Anmeldedaten und Ihre [P-Adresse, damit
Sie den Service nutzen kdnnen. Melden Sie sich als Gast an und surfen
Siekostenlos, speichernwir die MAC-Adresse Ihres Gerats. Soverhindern
wir, dass der Gastzugang mehrfach am gleichen Tag benutzt wird.

Nehmen Sie am Homespot-Service teil, trennen wir Ihr privates WLAN-
Netz sicher vom 6ffentlichen WLAN-Netz. Den Standort Ihres und aller
anderen Homespots sehen Sie online und in der Hotspotfinder-App als
Markierung auf einer Karte. Das ist eine reine Circa-Angabe. Ihre exakte
Adresse ist dadurch nicht zu ermitteln.

Mail, Cloud und Homepage

Sind Sie ein Internet-Kunde und nutzen Sie zusatzlich unsere Mail-,
Cloud- und Homepage-Services, speichern wir lhre Bestandsdaten,
um Ihre Wunsch-Servicesfiir Sie zu aktivieren und damit Ihre Rechnung
stimmt. Das sind Infos, iber Sie wie Name und Adresse und Gber Ihre
Produkte wie z.B. die Domain, die Sie gewéhlt haben.

Die Dateien, die Sie in Ihrer Cloud speichern und die E-Mails, die Sie
bekommen und versenden, nutzen wir nur, um sie [hnen anzuzeigen
und sie zu speichern. Ihre Nutzungsdaten wie Ihre IP-Adresse, den
Zeitpunkt der letzten Anmeldung und die Anzahl fehlgeschlagener
Anmelde-Versuche nutzenwir,um Stérungen Ihrer Services zu erkennen
und zu beseitigen.

Datenschutz-Info fiir Inre TV-Produkte
a. TVallgemein

Beiallen TV-Produkten nutzen wir Ihre Kundendaten in erster Linie,
damitwirden Vertrag mit Ihnen erfiillen kénnen. Also z.B.um Ihnen
Post zu schicken und die richtigen Produkte fir Sie zu aktivieren.
Personliche Daten, wie Name, Adresse und gewahlte Produkte sind
Ihre sogenannten Bestandsdaten. Um Stérungen Ihres Empfangs zu
beseitigen, speichern wir auRerdem technische Daten zur Signal-
qualitdt, Fehlern und Diagnosen zu Ihrem Anschluss. Das sind lhre
personlichen Nutzungsdaten.

o

Vodafone Select

SindSie ein Vodafone Select-Kunde, nutzen wir Daten iiber die Filme,
die Sie abgerufen haben, fiir Inre Rechnung. Diese Daten nutzen wir
zusétzlich in pseudonymisierter Form, um Vodafone Select fir Sie
zuverbessern sowie um Ihnen Werbung und Anfragen zur Marktfor-
schunganzuzeigen. Sieals Person sind dahinteraber nicht erkennbar.
Wenn Sie estrotzdem nichtmochten, kénnen Sie demwidersprechen.

GigaTV

Nutzen Sie GigaTV, dann verwenden wir lhre persénlichen Daten wie
Einstellungen, Geréte-Infos, geplante Aufnahmen und Merklisten,
um lhnen ihre Inhalte zu liefern. AuBerdem verarbeiten wir Infos
Uber die Filme, die Sie bestellt, aufgenommen oder angesehen
haben. So kdnnen wir Ihnen dazu passende Empfehlungen tber das
Produkt-Feature ,Recommendation Engine“anbieten. Wenn Sie Giga
TV bestellen, stimmen Sie dieser Datenverwendung zu.

o

a

TV-Manager und Digital Receiver

Uber das Webportal, die App oder wenn Sie Ihren Digital Receiver mit
dem Internetverbinden, kénnen Sie ein TV-Manager-Profil erstellen.
In Ihrem TV-Manager-Profil speichern wir Ihre Bestandsdaten. Das
sind Infos zu Ihrem TV-Vertrag, wie Smartcard-Seriennummer und
Produkte, die Sie gebucht haben. Zusétzlich speichern wir Einstel-
lungen, personliche Senderlisten, geplante und fertige Aufnahmen,
umlhnenlhrelnhalte zuliefern.In Ihrem Profil speichernwirauRerdem
Ihren Suchverlauf.Sie kénnen einzelne Eintrdge oderden kompletten
Suchverlauf jederzeit in den Einstellungen Loschen. Sie wollen Ihr
Profil und den TV-Manager gar nicht mehr nutzen? Gehen Sie auch
daftrin lhre Einstellungen und dndern Sie das.

®

Sky-Programm-Paket

Bestellen Sie bei uns ein Sky-Programm-Paket, schlieen Sie dafiir
einen Vertrag mit der Sky Deutschland Fernsehen GmbH & Co. KG,
Medienallee 26,85774 Unterféhringab. Deshalb Gbermitteln wir lhre
Bestandsdatenan Sky. Fiir die Vertragsdurchfiihrungund Abrechnung
speichernwirInfos zum Vertrag und sind dafiir datenschutzrechtlich
verantwortlich.

00951 1218

7.

Bonitéatspriifung
a. SCHUFA-Priifung

Wir Gbermitteln im Rahmen dieses Vertragsverhéltnisses erhobene
personenbezogene Daten iber die Beantragung, die Durchfiihrung
und Beendigung dieser Geschaftsbeziehung sowie Daten iber
nicht vertragsgemaRes Verhalten oder betriigerisches Verhalten
an die SCHUFA Holding AG, Kormoranweg 5, 65201 Wiesbaden.
Rechtsgrundlagen dieser Ubermittlungen sind Artikel 6 Absatz 1
Buchstabe b und Artikel 6 Absatz 1 Buchstabe f der Datenschutz-
Grundverordnung (DS-GVO). Ubermittlungen auf der Grundlage von
Artikel 6 Absatz 1 Buchstabe f DS-GVO diirfen nur erfolgen, soweit
dies zurWahrung berechtigter Interessen der Vodafone GmbH sowie
der Vodafone Kabel Deutschland GmbH oder Dritter erforderlich
ist und nicht die Interessen oder Grundrechte und Grundfreiheiten
der betroffenen Person, die den Schutz personenbezogener Daten
erfordern, iberwiegen. Der Datenaustausch mit der SCHUFA dient
auch der Erfullung gesetzlicher Pflichten zur Durchfiihrung von
Kreditwiirdigkeitsprifungen von Kunden (§ 505a und 506 des Biir-
gerlichen Gesetzbuches).

Die SCHUFA verarbeitet die erhaltenen Daten undverwendet sieauch
zum Zwecke der Profilbildung (Scoring),umihren Vertragspartnernim
EuropdischenWirtschaftsraumundin der Schweiz sowie ggf. weiteren
Drittldndern (sofern zu diesen ein Angemessenheitsbeschluss der
Europaischen Kommission besteht) Informationenunteranderemzur
Beurteilung der Kreditwirdigkeit von natiirlichen Personen (,Boni-
tatsscoring“) zugeben. Unabhangigvom Bonitétsscoring unterstiitzt
die SCHUFA ihre Vertragspartner durch Profilbildungen bei der
Erkennungauffalliger Sachverhalte (z.B.zum Zwecke der Betrugspra-
ventionim Versandhandel). Hierzu erfolgt eine Analyse von Anfragen
von Vertragspartnern der SCHUFA, um diese auf potenzielle Auffal-
ligkeiten hin zu prifen. In diese Berechnung, die fiir den jeweiligen
Vertragspartner individuell erfolgt, kdnnen auch Anschriftendaten,
Informationen obundinwelcherFunktioninallgemeinzugéanglichen
Quellen ein Eintrag zu einer Person des 6ffentlichen Lebens mit
ibereinstimmenden Personendaten existiert, sowie aggregierte sta-
tistische Informationen aus dem SCHUFA-Datenbestand einfliefen.
Auswirkungen auf die Bonitatsbeurteilung und das Bonitétsscoring
hat dieses Verfahren nicht. Nahere Informationen zur Tatigkeit der
SCHUFA kénnen dem SCHUFA-Informationsblatt entnommen oder
online unter www.schufa.de/datenschutz eingesehen werden.

1=

Prifung von CRIF Blrgel

WirGibermitteln CRIF Blirgelim Rahmen dieses Vertragsverhaltnisses
erhobene personenbezogene Daten zur Beantragung, Durchfiihrung
undBeendigung dieser Geschaftsbeziehung sowie Daten zu nichtver-
tragsgemaRem Verhalten oderbetriigerischem Verhaltenan die CRIF
Blirgel GmbH, Radlkoferstrafie 2,81373 Miinchen. Rechtsgrundlagen
dieser Ubermittlungensind Artikel 6 Absatz 1 Buchstabe bundArtikel
6Absatz 1 Buchstabe f der Datenschutz-Grundverordnung (DSGVO).
Ubermittlungen aufder Grundlage von Artikel 6 Absatz 1 Buchstabe
fDSGVO diirfen nur erfolgen, soweit dies zur Wahrung berechtigter
Interessen der Vodafone GmbH sowie der Vodafone Kabel Deutsch-
land GmbH oder Dritter erforderlich ist und nicht die Interessen
oder Grundrechte und Grundfreiheiten der betroffenen Person, die
den Schutz personenbezogener Daten erfordern, (iberwiegen. Der
Datenaustausch mit der CRIF Blirgel GmbH dient auch der Erfiillung
gesetzlicher Pflichten zur Durchfiihrung von Kreditwiirdigkeitsprii-
fungenvonKunden (§ 505aund 506 des Biirgerlichen Gesetzbuches).

Die CRIF Biirgel GmbH verarbeitet die erhaltenen Daten und
verwendet sie auch zum Zweck der Profilbildung (Scoring), um
ihren Vertragspartnernim Europdischen Wirtschaftsraumundin der
Schweiz sowie ggf. weiteren Drittldndern (sofern fir diese ein Ange-
messenheitsbeschluss der Europdischen Kommission besteht) Infor-
mationen unter anderem zur Beurteilung der Kreditwirdigkeit von
natirlichen Personen zu geben. Nahere Informationen zur Tétigkeit
der CRIF Biirgel GmbH kdnnen dem CRIF-Birgel-Informationsblatt
entnommen oder online unterwww.crifbuergel.de/de/datenschutz
eingesehen werden.

o

Priifung von Infoscore

Wir Gbermitteln Ihre Daten (Name, Adresse und ggf. Geburtsdatum)
zum Zweck der Bonitatspriifung, dem Bezug von Informationen zur
Beurteilung des Zahlungsausfallrisikos auf Basis mathematisch-
statistischer Verfahren unter Verwendung von Anschriftendaten
sowie zur Verifizierung lhrer Adresse (Prifung auf Zustellbarkeit)
an die infoscore Consumer Data GmbH, Rheinstr. 99, 76532 Baden-
Baden.

Rechtsgrundlagen dieser Ubermittlungen sind Artikel 6 Absatz 1
Buchstabe bundArtikel 6 Absatz 1 Buchstabe fder DSGVO. Ubermitt-
lungen aufderGrundlage dieser Bestimmungendirfennurerfolgen,
soweit dies zur Wahrnehmung berechtigter Interessen unseres
Unternehmens oder Dritter erforderlich ist und nicht die Interessen
derGrundrechte und Grundfreiheiten der betroffenen Person, die den
SchutzpersonenbezogenerDatenerfordern, iiberwiegen. Detaillierte
InformationenzurICDi.S.d.Art. 14 Européische Datenschutzgrundver-
ordnung (,,EU DSGVO*), d. h. Informationen zum Geschaftszweck, zu
Zwecken der Datenspeicherung, zu den Datenempfangern, zum
Selbstauskunftsrecht,zumAnspruchaufLéschungoder Berichtigung
etc.finden Siein der Anlage beziehungsweise unter folgendem Link
https://finance.arvato.com/icdinfoblatt.

Léschen und Sperren lhrer Daten
DatenzulhrerBonitatspriifung l6schenwir 6 Wochen nach der Anfrage.
Ihre Bestandsdaten L6schen wir nach Vertragsende, aber nicht sofort.
Das Gesetz verlangt, dass wir sie z.B. fiir Wirtschaftspriifungen noch
aufbewahren. Die Archivierung kann bis zu 10 Jahre dauern. Danach
léschen wir Ihre Daten endgdiltig. In der Zwischenzeit sperren wir sie.
So kénnen nur noch ganz wenige Mitarbeiter darauf zugreifen, wenn
es notig wird. Die Sperrphase beginnt am Ende des Jahres, das auf das
Vertragsende folgt. Eine Sperrphase fiir Verkehrs- und Standortdaten
gibt es nicht. Wir l6schen sie direkt nach Ablauf der Speicherfristen:
Internet-Verkehrsdaten und Nutzungsdaten l6schen wir spatestens
nach 7 Tagen. Ihre Telefon-Verkehrsdaten l6schen wir sofort, wenn sie
flir die Abrechnung nicht mehr relevant sind und spatestens 3 Monate
nach Rechnungsversand. lhren Einzelverbindungsnachweis l6schen
wir spatestens nach 6 Monaten. Ihre Secure Net-Daten l@schen wir so:
die URL der geblockten Webseiten und die Namen der Dateien, die Sie
heruntergeladen haben, nach 3 Tagen. Die Anzahl heruntergeladener
Dateien und geblockter Webseiten nach 6 Monaten.

Ihre Kontaktdaten fiir Werbung

Wir nutzen Ihre Daten rund um lhren Vertrag, um Sie postalisch, per
E-Mail, Messenger, SMS, MMS zu beraten, Werbung fiir eigene dhnliche
Angebote und zur Marktforschung zu schicken.

Sie konnen der Nutzung lhrer Daten zu diesem Zweck jederzeit
widersprechen. Schreiben Sie einen Brief oder nutzen Sie Ihren Daten-
schutz-Service online. Die Kontakte finden Sie unter Nr. 14.

. Zweckédnderung und Big Data

Ihre persénlichen Daten nutzenwirin erster Linie fiirlhren Service. Wenn
derGesetzgeberesunserlaubt, nutzenwirlhre persénlichen Daten auch
fiirneue Zwecke.

12.

14.

Ihre personlichen Daten nutzenwirals Grundlage fiir Big Data-Analysen.
Die Analysen helfen uns, unsere Produkte fiir Sie zu verbessern. Und
um Entscheidungen zu treffen, z.B. iber neue Produkte und Tarife.
Wir anonymisieren oder pseudonymisieren lhre personlichen Daten,
bevorwir sie dafiir nutzen. Dadurch sind Sie als Person hinter den Daten
entweder gar nicht mehr zu erkennen oder aber nur mit besonders
geschiitzten Zusatz-Infos. Daflr ersetzen wir z.B. Ihren Namen durch
einenanderen, zufélliggewahlten Wert. Sie konnen dieser Nutzung lhrer
Daten widersprechen, wenn Sie uns die Griinde darlegen, die gegen die
Verarbeitung Ihrer Daten fiir diese Zwecke sprechen. Schreiben Sie uns
einen Brief oder nutzen Sie Ihren Datenschutz-Service online.

. Weitergabe lhrer Daten

Sieund der Gesetzgeberentscheiden, wie wirmitlhren Datenumgehen.
Haben Sie uns keine gesonderte Einwilligung erteilt, geben wir lhre
personlichen Daten nur weiter, wenn wir das nach deutschem oder
europaischem Rechtdirfen odermiissen. Miteinigen Partnernarbeiten
wirbesonders eng zusammen, z.B.im Kundenservice oder mit Rechen-
zentren.Damitdiese Partnerlhre personlichen Datenin unserem Auftrag
verarbeiten diirfen, machen wir detaillierte vertragliche Vorgaben.

In bestimmten Situationen sind wir verpflichtet, Ihre persénlichen
Vertrags-, Verbindungs- oder Standortdaten an deutsche Behérden
herauszugeben. Dastunwirabernur,wennwirdazurechtlichverpflichtet
sind. Das kann z.B. durch einen richterlichen Beschluss in einem Straf-
verfahren der Fall sein.

Ubermittlung ins Ausland

Ihre personlichen Daten speichernwirnurin Deutschland. Auch unsere
Auftragsverarbeiter auBerhalb von Deutschland speichern Ihre Daten
nichtbeisichvorOrt.Siekénnenlhre Daten nureinsehen undbearbeiten.
Mit Partnernauferhalb des EU-Raums arbeiten wirnurnach den Regeln
der Européischen Kommission zusammen. Das heift fiir Sie: Entweder
wirnehmen sogenannte Standard-Vertragsklauselnin den Vertrag auf.
Oder die Europdische Kommission hat ausdriicklich festgestellt, dass
das Datenschutz-Niveau im Land unseres Partners angemessen ist.

Wenn Sie eine Frage zum Sicherheitspaket powered by F-Secure haben,
geben wir Ihre Frage an F-Secure weiter. F-Secure verarbeitet Daten
weltweit.

. |hre Datenschutzrechte

Helfen Sie selbst mit, Ihre persénlichen Daten zu schitzen. Nutzen
Sie Ihr Recht auf Datenschutz. Sie wollen nicht, dass wir Ihre Daten fiir
Werbezwecke nutzen? Dann dndern wir das nach Ihren Wiinschen. Sie
wollenwissen, welche Daten wir (iber Sie gespeichert haben? Oder lhre
Kundendaten missen gedandertwerden? Melden Sie sich einfach beiuns.

a. Auskunft einholen, Daten berichtigen, Daten l6schen, der Verarbei-
tung lhrer Daten widersprechen, lhre Daten mitnehmen (Datenpor-
tabilitat)

Sie wollen wissen, welche Daten wir tiber Sie speichern? Sie fragen
sich, wofiir wir Ihre persénlichen Daten nutzen oder woher wir sie
haben? Sprechen Sie uns an. Ihre Fragen beantworten wir gern. lhre
Datenhabensich geandert? Geben Sie unsBescheid. Odereshat sich
ein Fehler in Ihre Kundendaten eingeschlichen? Wir andern das fiir
Sie. Siewollen persénliche Daten ldschen lassen? Sagen Sie uns, um
welche Angaben es genau geht. Wir ldschen dann alle Daten, fiir die
wirkeinen Speichergrund mehr haben. Wollen Sie der Verarbeitung
Ihrer Daten fiir Geschaftsanalysen o.A.widersprechen?Schreiben Sie
unsanundnennen Sieden Grund, der Sie dazu veranlasst hat. Wollen
Sielhre Daten mitnehmen, die Sie uns zur Verfligung gestellthaben?
Kein Problem, wir stellen sie Ihnen in Textform zur Verfligung.

c

Werbung widersprechen

Sie sind unser Kunde und haben schon ein Produkt von uns? Dann
nutzenwirlhre Telefonnummerund Ihre Post-und E-Mail-Adresse, um
perMessenger, SMS, MMS, Post und E-Mail Ihnen Infos zur Beratung,
zurWerbung fiir eigene dhnliche Angebote und zur Marktforschung
zu schicken.

Sie kénnen der Nutzung Ihrer Telefonnummer und Adressen zu
diesem Zweck jederzeit widersprechen. Und zwar so, wie Sie wollen:
Schreiben Sie uns einen Brief oder nutzen Sie lhren Datenschutz-
Service online.

Sie sind noch nicht unser Kunde und Sie wollen keine Werbung? Das
andernwirnatirlichauch. Helfen Sie mit,indem Sie uns genau sagen,
auf welchem Weg Sie Werbung von uns bekommen. Je genauer lhre
Angaben, umso wirksamer unsere Werbesperre.

Ihr Datenschutz-Service

Ob Auskunft, Berichtigung, Loschung oderWiderspruch—unsere Spezi-
alisten fir Datenschutz sind fiir Sie da. Nutzen Sie bei allen Fragen rund
um lhre Datenschutz-Rechte unsere Online-Hilfe:

https://www.vodafone.de/privat/hilfe.html
Oder schreiben Sie an:

Dr. Dirk Herkstréter, Datenschutz-Beauftragter Vodafone GmbH/
Dr. Anastasia Meletiadou, Datenschutz-Beauftragte Vodafone Kabel
Deutschland GmbH, Ferdinand-Braun-Platz 1, 40549 Disseldorf

Sollten wir Ihr Datenschutz-Anliegen nicht klaren kénnen, konnen Sie
sich an die fiir uns zustandige Aufsichtsbehérde wenden.

Fur Datenschutz-Fragen rund um Telekommunikation: Die Bundes-
beauftragte flr den Datenschutz und die Informationsfreiheit (BfDI),
Husarenstr. 30,53117 Bonn

Datenschutz-Fragen rund um unseren Webauftritt: Landesbeauftragte
fiir Datenschutz und Informationsfreiheit Nordrhein-Westfalen, Post-
fach 20 04 44,40102 Duisseldorf

Sonstige Datenschutz-Fragen zur Vodafone Kabel Deutschland GmbH:
Bayerisches Landesamt fiir Datenschutzaufsicht, Postfach 606,
91511 Ansbach



Information gem. Art. 14 EU-DSGVO
iber die infoscore Consumer Data GmbH (,,ICD*)

1. Name und K der ICD (v tliche Stelle) sowie des betrieblichen Datenschutzbeauftragten
infoscore Consumer Data GmbH, Rheinstr. 99, 76532 Baden-Baden

Derbetriebliche Datenschutzbeauftragte der ICD ist unter der 0.a. Anschrift, zu Hd. Abteilung Datenschutz, oder
per E-Mail unter: datenschutz@arvato-infoscore.de erreichbar.

2. Zwecke der Datenverarbeitung der ICD

Die ICD verarbeitet und speichert personenbezogene Daten, um ihren Vertragspartnern Informationen zur Be-
urteilung der Kreditwiirdigkeit von natirlichen und juristischen Personen sowie zur Priifung der Erreichbarkeit
von Personen unter denvon diesen angegebenen Adressen zu geben. Hierzu werden auch Wahrscheinlichkeits-
bzw. Scoringwerte errechnet und Gibermittelt. Solche Auskinfte sind notwendig und erlaubt, um das Zahlungs-
ausfallrisiko z.B. bei einer Kreditvergabe, beim Rechnungskauf oder bei Abschluss eines Versicherungsvertrages
vorab einschédtzen zu kénnen. Die Datenverarbeitung und die darauf basierenden Auskunftserteilungen der ICD
dienen gleichzeitig der Bewahrung der Auskunftsempfénger vor wirtschaftlichen Verlusten und schiitzen Ver-
brauchergleichzeitig vor der Gefahr der ibermaRigen Verschuldung. Die Verarbeitung der Daten erfolgt dariiber
hinaus zur Betrugspravention, zur Risikosteuerung, zur Festlegung von Zahlarten oder Konditionen sowie zur
Tarifierung.

3. Rechtsgrundlagen fiir die Datenverarbeitung der ICD

Die ICD ist ein Auskunfteiunternehmen, das als solches bei der zustandigen Datenschutzaufsichtsbehérde ge-
meldetist. Die Verarbeitung der Daten durch die ICD erfolgt aufBasis einer Einwilligung gemaR Art. 6 Abs. 1ai.V.m.
Art. 7 Datenschutzgrundverordnung (DSGVO) oder auf Grundlage des Art. 6 Abs. 1 f DSGVO, soweit die Verarbei-
tungzurWahrungderberechtigten Interessen des Verantwortlichen oder eines Dritten erforderlichistund sofern
die Interessenund Grundfreiheiten der betroffenen Person, die den Schutz personenbezogener Daten erfordern,
nicht Gberwiegen. Die ICD stellt ihren Vertragspartnern die Informationen nur dann zur Verfiigung, wenn eine
Einwilligung des Betroffenen vorliegt oder von den Vertragspartnern ein berechtigtes Interesse hieran im Ein-
zelfall glaubhaft dargelegt wurde und eine Verarbeitung nach Abwagung aller Interessen zuldssig ist. Das be-
rechtigte Interesse ist insbesondere vor Eingehung von Geschaften mit wirtschaftlichem Risiko gegeben (z.B.
Rechnungskauf, Kreditvergabe, Abschluss eines Mobilfunk-, Festnetz- oder Versicherungsvertrages).

4. Kategoriender personenbezogenen Daten der ICD
Von der ICD werden personenbezogene Daten (Name, Vorname, Geburtsdatum, Anschrift, friihere Anschriften),
Informationen zum vertragswidrigen Zahlungsverhalten (siehe auch Ziff. 5), zu Schuldnerverzeichnis-
eintragungen, (Privat-) Insolvenzverfahren und zur (Nicht-)Erreichbarkeit unter derangegebenen Adresse sowie
entsprechende Scorewerte verarbeitet bzw. gespeichert.

5. Herkunftder Daten derICD
Die Daten derICD stammen aus denamtlichen Insolvenzveroffentlichungen sowie den Schuldnerverzeichnis-
sen, die bei den zentralen Vollstreckungsgerichten gefiihrt werden. Dazu kommen Informationen von Ver-
tragspartnern der ICD (ber vertragswidriges Zahlungsverhalten basierend auf gerichtlichen sowie auRerge-
richtlichen Inkassomanahmen. Darliber hinaus werden personenbezogene Daten (Name, Vorname, Geburts-
datum, Anschrift, friihere Anschriften) aus den Anfragen von Vertragspartnern der ICD gespeichert.

6. Kategorien von Empfa n der per b Daten der ICD
Empféangersindausschlieflich VertragspartnerderICD. Diessindinsbesondere Unternehmen, die ein wirtschaft-
lichesRisiko tragen undihren Sitzim europédischen Wirtschaftsraum, in Grobritannienundin der Schweiz haben.
Es handelt sich dabei im Wesentlichen um Versandhandels- bzw. eCommerce-, Telekommunikations- und Ver-
sicherungsunternehmen, Finanzdienstleister (z.B. Banken, Kreditkartenanbieter), Energieversorgungs- und
Dienstleistungsunternehmen. Dariiber hinaus gehdren zu den Vertragspartnern der ICD Unternehmen, die For-
derungen einziehen, wie etwa Inkassounternehmen, Abrechnungsstellen oder Rechtsanwalte.

7. Dauerder Datenspeicherung der 1ICD
Die ICD speichert Informationen iiber Personen nur fiir eine bestimmte Zeit, namlich solange, wie deren Spei-
cherungi.S.d. Art. 17 Abs. 1 lit. a) DSGVO notwendig ist.

Die bei ICD zur Anwendung kommenden Priif- und L6schfristen entsprechen einer Selbstverpflichtung (Code of
Conduct)derimVerband, Die Wirtschaftsauskunfteien e.V.“zusammengeschlossenen Auskunfteiunternehmen.

® Informationen Uber fallige und unbestrittene Forderungen bleiben gespeichert, so lange deren Ausgleich
nichtbekannt gegeben wurde; die Erforderlichkeit der fortwdhrenden Speicherung wird jeweils taggenau
nachvier Jahren tiberpriift. Wird der Ausgleich der Forderung bekannt gegeben, erfolgt eine Léschung der
personenbezogenen Daten taggenau drei Jahre danach.

Daten aus den Schuldnerverzeichnissen der zentralen Vollstreckungsgerichte (Eintragungen nach
§882c Abs. 1Satz 1 Nr. 13 ZPO) werden taggenau nach drei Jahren geldscht, jedoch vorzeitig, wenn der
ICD eine Léschung durch das zentrale Vollstreckungsgericht nachgewiesen wird.

Informationen Uber Verbraucher-/Insolvenzverfahren oder Restschuldbefreiungsverfahren werden tag-
genau drei Jahre nach Beendigung des Insolvenzverfahrens oder nach Erteilung oder Versagung der
Restschuldbefreiung geldscht.

Informationen tiber die Abweisung eines Insolvenzantrages mangels Masse, die Aufhebung der Sicherungs-
mafRnahmen oder iber die Versagung der Restschuldbefreiungwerden taggenau nach dreiJahren geléscht.

® Angaben iiber Anfragen werden spatestens taggenau nach drei Jahren geléscht.

® Voranschriften bleiben taggenau drei Jahre gespeichert; danach erfolgt die Priifung der Erforderlichkeit
derfortwadhrenden Speicherung fiir weitere dreiJahre. Danach werden sie taggenau geldscht, sofern nicht
zum Zwecke der Identifizierung eine langer wahrende Speicherung erforderlich ist.

8. Betroffenenrechte gegeniiber der ICD

Jede betroffene Person hat gegeniiber der ICD das Recht auf Auskunft nach Art. 15 DSGVO, das Recht auf Berich-
tigung nach Art. 16 DSGVO, das Recht auf Léschung nach Art. 17 DSGVO, das Recht auf Einschrankung der Verar-
beitungnach Art. 18 DSGVO. Dariiber hinaus besteht die MGglichkeit, sich an die fiir die ICD zustédndige Aufsichts-
behérde — Der Landesdatenschutzbeauftragte flir den Datenschutz Baden-Wirttemberg, Konigstr. 10a,
70173 Stuttgart — zu wenden. Einwilligungen kdnnen jederzeit gegeniiber dem betreffenden Vertragspartner
widerrufen werden. Dies gilt auch fiir Einwilligungen, die bereits vor Inkrafttreten der DSGVO erteilt wurden. Der
Widerruf der Einwilligung beriihrt nicht die RechtmaRigkeit der bis zum Widerruf verarbeiteten personenbezo-
genen Daten.

Information nach Art. 14 EU-DSGVO
der CRIF Biirgel GmbH

1.

Name und Kontaktdaten der verantwortlichen Stelle sowie des betrieblichen Datenschutzbeauftragten
CRIF Blrgel GmbH, Radlkoferstrafie 2, 81373 Miinchen, Tel.: +49 40 89803-0

Der betriebliche Datenschutzbeauftragte der CRIF Biirgel GmbH ist unter der o. g. Anschrift, zu Hd. Abteilung
Datenschutz oder per E-Mail unter datenschutz@buergel.de erreichbar.

. Datenverarbeitung durch die CRIF Biirgel GmbH

2.1 Zwecke der Datenverarbeitungund berechtigte Interessen, die von der CRIF Biirgel GmbH oder einem
Dritten verfolgt werden
Die CRIF Blrgel GmbH verarbeitet personenbezogene Daten, um berechtigten Empfangern Informationen
zur Beurteilung der Kreditwiirdigkeit von natirlichen und juristischen Personen zu geben. Hierzu werden
auch Scorewerte errechnet und ibermittelt. Die CRIF Blrgel GmbH stellt die Informationen nur dann zur
Verfligung, wenn ein berechtigtes Interesse hieran im Einzelfall glaubhaft dargelegt wurde und eine Verar-
beitungnachAbwagungallerInteressen zuldssigist. Dasberechtigte Interesseistinsbesondere vor Eingehung
von Geschaften mit finanziellem Ausfallrisiko gegeben. Die Kreditwirdigkeitspriifung dient der Bewahrung
derEmpfangervorVerlustenim Kreditgeschaft und eréffnet gleichzeitig die Méglichkeit, Kreditnehmer durch
Beratung vor einer (ibermaRigen Verschuldung zu bewahren. Die Verarbeitung der Daten erfolgt dariiber
hinaus zur Betrugspravention, Geldwdscheprévention, Identitatsprifung, Anschriftenermittlung, Kunden-
betreuung, Risikosteuerung und zum Direktmarketing. Uber etwaige Anderungen der Zwecke der Datenver-
arbeitung wird die CRIF Biirgel GmbH gemaf Art. 14 Abs. 4 DS-GVO informieren.

2.2 Rechtsgrs fiir die D, arbeitung
Die CRIF Blirgel GmbH verarbeitet personenbezogene Daten auf Grundlage der Bestimmungen der Daten-
schutz-Grundverordnung. Die Verarbeitung erfolgt auf Basis von Einwilligungen sowie auf Grundlage des
Art. 6 Abs. 1 Buchstabe f DS-GVO, soweit die Verarbeitung zur Wahrung der berechtigten Interessen des
Verantwortlichen oder eines Dritten erforderlich ist und nicht die Interessen oder Grundrechte und Grund-
freiheiten der betroffenen Person, die den Schutz personenbezogener Daten erfordern, Gberwiegen. Das
berechtigte Interesseistinsbesondere vor Eingehungvon Geschéften mit finanziellem Ausfallrisiko gegeben.
Einwilligungen konnen jederzeit gegeniiber dem betreffenden Vertragspartnerwiderrufen werden. Dies gilt
auchfiirEinwilligungen, die bereitsvor Inkrafttreten der DS-GVO erteilt wurden. DerWiderruf der Einwilligung
beriihrt nicht die Rechtmégigkeit der bis zum Widerruf verarbeiteten personenbezogenen Daten.

2.3 Herkunft der Daten
Die CRIF Biirgel GmbH erhélt ihre Daten von ihren Vertragspartnern. Dies sind im Europdischen Wirtschafts-
raum oder in der Schweiz ansassige Unternehmen aus den Bereichen Handel, Dienstleistung, Vermietung,
Energieversorgung, Telekommunikation, Versicherung oder Inkasso sowie Kreditinstitute, Finanz- und
Zahlungsdienstleisterund weitere Vertragspartner, die zu den unter Ziffer 2.1 genannten Zwecken Produkte
der CRIFBlrgel GmbH nutzen. Dariiber hinaus verarbeitet die CRIF Biirgel GmbH Informationen aus allgemein
zuganglichen Quellenwie 6ffentlichen Verzeichnissen und amtlichen Bekanntmachungen (Handelsregister,
Schuldnerverzeichnisse, Insolvenzbekanntmachungen).

2.4 Kategorien personenbezogener Daten, die verarbeitet werden
® Personendaten, z.B.Name (ggf. auchvorherige Namen, die auf gesonderten Antrag beauskunftet werden),

Vorname, Geburtsdatum, Geburtsort, Anschrift, friihere Anschriften

Informationen (iber unbestrittene, fallige und mehrfach angemahnte oder titulierte Forderungen sowie
deren Erledigung

Hinweise auf missbrauchliches oder sonstiges betrligerisches Verhalten wie Identitats- oder Bonitatstau-
schungen im Zusammenhang mit Vertrdgen tber Telekommunikationsleistungen oder Vertrdgen mit
Kreditinstituten oder Finanzdienstleistern (Kredit- oder Anlagevertrage, Girokonten)

Informationen aus 6ffentlichen Verzeichnissen und amtlichen Bekanntmachungen
® Wahrscheinlichkeitswerte

2.5 Kategorien von Empfangern der personenb Daten N
Empféngersind Vertragspartnerderin Ziffer 2.3 genannten Branchen. Die Ubermittlungvon Datenin Ldnder
auferhalb des Europdischen Wirtschaftsraumes erfolgt gemaR den Anforderungen der Europdischen Kom-
mission. Weitere Empfanger kénnen Auftragnehmer der CRIF Biirgel GmbH nach Art. 28 DS-GVO sein.

2.6 Dauer der Datenspeicherung
Die CRIF Blrgel GmbH speichert Informationen tiber Personen nur fiir eine bestimmte Zeit.
MaRgeblichesKriterium flr die Festlegung dieser Zeitist die Erforderlichkeit. Im Einzelnen sind die Speicher-
fristenineinem Code of Conduct des Verbandes, Die Wirtschaftsauskunfteiene.V.“ festgelegt. Danach betragt
die grundsétzliche Speicherdauervon personenbezogenen Daten jeweils drei Jahre auf den Tag genau nach
deren Erledigung. Davon abweichend werden z. B. geloscht:

Daten aus den Schuldnerverzeichnissen der zentralen Vollstreckungsgerichte nach drei Jahren auf den
Taggenau,jedochvorzeitig,wennder CRIF Biirgel GmbH eine Léschung durch das zentrale Vollstreckungs-
gericht nachgewiesen wird.

Informationen (iber Verbraucher-/Insolvenzverfahren oder Restschuldbefreiungsverfahren auf den Tag
genau drei Jahre nach Beendigung des Insolvenzverfahrens oder Erteilung der Restschuldbefreiung. In
besonders gelagerten Einzelfallen kann auch abweichend eine friihere Loschung erfolgen.
Informationen (iber die Abweisung einesInsolvenzantrags mangels Masse, die Aufhebung der Sicherungs-
mafBnahmen oder (iber die Versagung der Restschuldbefreiung auf den Tag genau nach drei Jahren.

® Voranschriften bleiben auf den Tag genau drei Jahre gespeichert; danach erfolgt die Prifung der Erforder-
lichkeit der fortwahrenden Speicherung fiir weitere drei Jahre. Danach werden sie auf den Tag genau ge-
L8scht, sofern nicht zum Zwecke der Identifizierung eine langer wahrende Speicherung erforderlich ist.

3. Betroffenenrechte

Jede betroffene Person hat gegentiber der CRIF Blirgel GmbH das Recht auf Auskunft nach Art. 15 DS-GVO, das
Recht auf Berichtigung nach Art. 16 DS-GVO, das Recht auf Léschung nach Art. 17 DS-GVO und das Recht auf
Einschrankung der Verarbeitung nach Art. 18 DS-GVO. Dariiber hinaus besteht die Mdglichkeit, sich an die fiir die
CRIFBiirgel GmbH zusténdige Aufsichtsbehorde, das Bayerische Landesamt fiir Datenschutzaufsicht zuwenden.
Einwilligungen kénnen jederzeit gegeniiber dem betreffenden Vertragspartner widerrufen werden.

Nach Art. 21 Abs. 1 DSGVO kann der Datenverarbeitung aus Griinden, die sich aus der besonderen|
Situation der betroffenen Person ergeben, gegeniiber der ICD widersprochen werden.

Sofern Sie wissen wollen, welche Daten die ICD zu |hrer Person gespeichert und an wen sie welche Daten tibermittelt
hat, teilt Ihnen die ICD das gerne im Rahmen einer — unentgeltlichen — schriftlichen Selbstauskunft mit. Die ICD
bittet um Ihr Verstdndnis, dass sie aus datenschutzrechtlichen Griinden keinerlei telefonische Auskiinfte erteilen
darf, da eine eindeutige Identifizierung Ihrer Person am Telefon nicht méglich ist. Um einen Missbrauch des Aus-
kunftsrechts durch Dritte zu vermeiden, benétigt die ICD folgende Angaben von lhnen:

Name (ggf. Geburtsname), Vorname(n), Geburtsdatum, Aktuelle Anschrift (Strae, Hausnummer, Postleitzahl und
Ort), ggf. Voranschriften der letzten fiinf Jahre (dies dient der Vollstdndigkeit der zu erteilenden Auskunft)

Wenn Sie —auffreiwilliger Basis—eine Kopie Ihres Ausweises beifiigen, erleichtern Sie der ICD die Identifizierung
Ihrer Person und vermeiden damit mdgliche Riickfragen. Sie kdnnen die Selbstauskunft auch via Internet unter
https://www.arvato.com/finance/de/verbraucher/selbstauskunft/selbstauskunft-anfordern.html beantragen.

9. Profilbildung/Profiling/Scoring
Die ICD-Auskunft kann um sogenannte Scorewerte erganzt werden. Beim Scoring der ICD wird anhand von Infor-
mationen und Erfahrungen aus der Vergangenheit eine Prognose insbesondere tiber Zahlungswahrscheinlich-
keiten erstellt. Das Scoring basiert primar auf Basis der zu einer betroffenen Person bei der ICD gespeicherten
Informationen. Anhand dieser Daten, von adressbezogenen Daten sowie von Anschriftendaten erfolgt auf Basis
mathematisch-statistischer Verfahren (insbes. Verfahren der logistischen Regression) eine Zuordnung zu Per-
sonengruppen, die in der Vergangenheit dhnliches Zahlungsverhalten aufwiesen.

Folgende Datenarten werden bei der ICD fiir das Scoring verwendet, wobei nicht jede Datenart auch in jede ein-
zelne Berechnung mit einflieRt: Daten zum vertragswidrigen Zahlungsverhalten (siehe Ziff. 4. u. 5.), zu Schuld-
nerverzeichnis-Eintragungen und Insolvenzverfahren (siehe Ziff. 4. u. 5.), Geschlecht und Alter der Person,
adressbezogene Daten (Bekanntsein des Namensbzw. des Haushalts an der Adresse, Anzahl bekannter Personen
im Haushalt (Haushaltsstruktur), Bekanntsein der Adresse), Anschriftendaten (Informationen zu vertragswidrigem
Zahlungsverhalten in lhrem Wohnumfeld (StraRe/Haus)), Daten aus Anfragen von Vertragspartnern der ICD.

Besondere Kategorienvon Dateni.S.d. Art. 9 DSGVO (z.B. Angaben zur Staatsangehdrigkeit, ethnischen Herkunft
oder zu politischen oder religiésen Einstellungen) werden von ICD weder gespeichert noch bei der Berechnung
von Wahrscheinlichkeitswerten beriicksichtigt. Auch die Geltendmachung von Rechten nach der DSGVO, also
z.B. die Einsichtnahme in die bei der ICD gespeicherten Informationen nach Art. 15 DSGVO, hat keinen Einfluss
auf das Scoring.

Die ICD selbst trifft keine Entscheidungen tiber den Abschluss eines Rechtsgeschafts oder dessen Rahmenbe-
dingungen (wie z.B. angebotene Zahlarten), sie unterstiitzt die ihr angeschlossenen Vertragspartner lediglich
mitihren Informationen beider diesbeziiglichen Entscheidungsfindung. Die Risikoeinschatzung und Beurteilung
der Kreditwiirdigkeit sowie die darauf basierende Entscheidung erfolgt allein durch Ihren Geschéaftspartner.
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Nach Art. 21 Abs. 1 DS-GVO kann der Datenverarbeitung aus Griinden, die sich aus der besonderen Situa-
tion der bet Person ergeb prochen werden. Der Widerspruch kann formfrei erfolgen und|
ist zu richten an die CRIF Biirgel GmbH Datenschutz Radlkoferstrafie 2, 81373 Miinchen.

. Profilbildung (Scoring)

VorGeschaften miteinemwirtschaftlichen Risiko mochten Geschaftspartnermoglichstguteinschatzen kénnen,
obdeneingegangenen Zahlungsverpflichtungen nachgekommen werden kann. Durch die Auskunft und mittels
sogenannterWahrscheinlichkeitswerte unterstitzt die CRIF Birgel GmbH Unternehmen beider Entscheidungs-
findung und hilft dabei, alltdgliche (Waren-)Kreditgeschafte rasch abzuwickeln.

Hierbeiwird anhand von gesammelten Informationen und Erfahrungen aus der Vergangenheit eine Prognose
uber zukiinftige Ereignisse erstellt. Die Berechnung der Wahrscheinlichkeitswerte erfolgt bei der CRIF Biirgel
GmbH priméraufBasis derzu einerbetroffenen Person beider CRIF Biirgel GmbH gespeicherten Informationen,
dieauchinderAuskunftgemaf Art. 15 DSGVO ausgewiesenwerden.Zudemfinden Anschriftendaten Verwendung.
Anhand der zu einer Person gespeicherten Eintrdge und der sonstigen Daten erfolgt eine Zuordnung zu statis-
tischen Personengruppen, die in der Vergangenheit ein dhnliches Zahlungsverhalten aufwiesen. Das verwen-
dete Verfahrenwirdals,logistische Regression“ bezeichnet undist eine fundierte, seit Langem praxiserprobte,
mathematisch-statistische Methode zur Prognose von Risikowahrscheinlichkeiten.

Folgende Daten werden bei der CRIF Blirgel GmbH zur Scoreberechnung verwendet, wobei nicht jede Datenart
auchin jede einzelne Scoreberechnung mit einflieRt: Geburtsdatum, Geschlecht, Warenkorbwert, Anschriften-
datenundWohndauer, bisherige Zahlungsstérungen, 6ffentliche Negativmerkmale wie Nichtabgabe derVermo-
gensauskunft, Glaubigerbefriedigung ausgeschlossen, Glaubigerbefriedigung nicht nachgewiesen, Inkassover-
fahren und Inkassoliberwachungsverfahren.

Die CRIF Biirgel GmbH selbst trifft keine Entscheidungen, sie unterstiitzt die ihrangeschlossenen Vertragspart-
nerlediglich mitihren Informationen bei der Entscheidungsfindung. Die Risikoeinschatzung und Beurteilung der
Kreditwiirdigkeit erfolgt allein durch den direkten Geschaftspartner, da nur dieser (iber zahlreiche zusatzliche
Informationen verfigt. Dies gilt auch dann, wenn er sich allein auf die Informationen und Wahrscheinlichkeits-
werte der CRIF Blirgel GmbH verldsst.



SCHUFA-Information

1. Name und Kontaktdaten der verantwortlichen Stelle sowie des betrieblichen Datenschutzbeauftragten
SCHUFA Holding AG, Kormoranweg 5, 65201 Wiesbaden, Tel.: +49 (0) 6 11-92 78 0

Derbetriebliche Datenschutzbeauftragte der SCHUFA ist unter der o.g. Anschrift, zu Hd. Abteilung Datenschutz
oder per E-Mail unter datenschutz@schufa.de erreichbar.

2. Datenverarbeitung durch die SCHUFA

2.1 Zwecke der Datenverarbeitung und berechtigte Interessen, die von der SCHUFA oder einem Dritten verfolgt
werden

Die SCHUFAverarbeitet personenbezogene Daten, um berechtigten Empfangern Informationen zur Beurteilung
der Kreditwirdigkeit von natirlichen und juristischen Personen zu geben. Hierzu werden auch Scorewerte er-
rechnet und ibermittelt. Sie stellt die Informationen nur dann zur Verfligung, wenn ein berechtigtes Interesse
hieran im Einzelfall glaubhaft dargelegt wurde und eine Verarbeitung nach Abwéagung aller Interessen zuldssig
ist. Das berechtigte Interesse ist insbesondere vor Eingehung von Geschéften mit finanziellem Ausfallrisiko
gegeben. Die Kreditwirdigkeitsprifung dient der Bewahrung der Empfanger vor Verlusten im Kreditgeschaft
und eréffnet gleichzeitig die Moglichkeit, Kreditnehmer durch Beratung vor einer GberméaRigen Verschuldung
zu bewahren. Die Verarbeitung der Daten erfolgt dariiber hinaus zur Betrugspravention, Seriositatspriifung,
Geldwaschepravention, Identitdts- und Alterspriifung, Anschriftenermittlung, Kundenbetreuung oder Risiko-
steuerung sowie der Tarifierung oder Konditionierung. Neben den vorgenannten Zwecken verarbeitet die
SCHUFA personenbezogene Daten auch zuinternen Zwecken (z.B. Geltendmachung rechtlicher Anspriiche und
Verteidigung beirechtlichen Streitigkeiten, Allgemeine Geschaftssteuerung und Weiterentwicklung von Dienst-
leistungen und Produkten, Gewahrleistung der IT-Sicherheit und des IT-Betriebs). Das berechtigte Interesse
hieran ergibt sich aus den jeweiligen Zwecken und istim Ubrigen wirtschaftlicher Natur (effiziente Aufgabener-
fiillung, Vermeidung von Rechtsrisiken). Uber etwaige Anderungen der Zwecke der Datenverarbeitung wird die
SCHUFA gemaf Art. 14 Abs. 4 DS-GVO informieren.

2.2 Rechtsgrundlagen fiir die Datenverarbeitung

Die SCHUFA verarbeitet personenbezogene Daten auf Grundlage der Bestimmungen der Datenschutz-Grund-
verordnung. Die Verarbeitung erfolgt auf Basis von Einwilligungen sowie auf Grundlage des Art. 6 Abs. 1 Buch-
stabe f DS-GVO, soweit die Verarbeitung zur Wahrung der berechtigten Interessen des Verantwortlichen oder
eines Dritten erforderlich ist und nicht die Interessen oder Grundrechte und Grundfreiheiten der betroffenen
Person, die den Schutz personenbezogener Daten erfordern, iberwiegen. Einwilligungen kdnnen jederzeit ge-
genlberdem betreffenden Vertragspartner widerrufen werden. Dies gilt auch fir Einwilligungen, die bereits vor
Inkrafttreten der DS-GVO erteilt wurden. Der Widerruf der Einwilligung beriihrt nicht die Rechtmafigkeit der bis
zum Widerruf verarbeiteten personenbezogenen Daten.

2.3 Herkunft der Daten

Die SCHUFA erhéltihre Daten vonihren Vertragspartnern. Dies sind im europaischen Wirtschaftsraum undin der
Schweiz sowie ggf. weiteren Drittldndern (sofern zu diesen ein entsprechender Angemessenheitsbeschluss der
Europdischen Kommission existiert) ansassige Institute, Finanzunternehmen und Zahlungsdienstleister, die ein
finanzielles Ausfallrisiko tragen (z.B.Banken, Sparkassen, Genossenschaftsbanken, Kreditkarten-, Factoring-und
Leasingunternehmen) sowie weitere Vertragspartner, die zu den unter Ziffer 2.1 genannten Zwecken Produkte
der SCHUFA nutzen, insbesondere aus dem (Versand-)Handels-, eCommerce-, Dienstleistungs-, Vermietungs-,
Energieversorgungs-, Telekommunikations-, Versicherungs-, oder Inkassobereich. Dariiber hinaus verarbeitet
die SCHUFA Informationen aus allgemein zuganglichen Quellen wie 6ffentlichen Verzeichnissen und amtlichen
Bekanntmachungen (Schuldnerverzeichnisse, Insolvenzbekanntmachungen).

2.4 Kategorien personenbezogener Daten, die verarbeitet werden (Personendaten, Zahlungsverhalten und Vertrags-
treue)
® Personendaten, z.B. Name (ggf. auch vorherige Namen, die auf gesonderten Antrag beauskunftet werden),
Vorname, Geburtsdatum, Geburtsort, Anschrift, friihere Anschriften

Informationen Gber die Aufnahme und vertragsgemaRe Durchfiihrung eines Geschéftes (z.B. Girokonten,
Ratenkredite, Kreditkarten, Pfandungsschutzkonten, Basiskonten)

Informationen Giberunbestrittene, fallige und mehrfachangemahnte odertitulierte Forderungen sowie deren
Erledigung

Informationen zu missbréuchlichem oder sonstigem betriigerischem Verhalten wie Identitats- oder Boni-
tatstduschungen

Informationen aus &ffentlichen Verzeichnissen und amtlichen Bekanntmachungen
® Scorewerte

2.5 Kategorien von Empféngern der personenbezogenen Daten

Empfénger sind im europdischen Wirtschaftsraum, in der Schweiz sowie ggf. weiteren Drittléndern (sofern zu
diesen ein entsprechender Angemessenheitsbeschluss der Europdischen Kommission existiert) anséssige
Vertragspartner gem. Ziffer 2.3. Weitere Empfanger kdnnen externe Auftragnehmer der SCHUFA nach Art. 28
DS-GVO sowie externe und interne SCHUFA-Stellen sein. Die SCHUFA unterliegt zudem den gesetzlichen Ein-
griffsbefugnissen staatlicher Stellen.

2.6 Dauer der Datenspeicherung
Die SCHUFA speichert Informationen iiber Personen nur fiir eine bestimmte Zeit.

MaRgebliches Kriterium fir die Festlegung dieser Zeit ist die Erforderlichkeit. Fiir eine Priifung der Erforderlich-
keit der weiteren Speicherung bzw. die Léschung personenbezogener Daten hat die SCHUFA Regelfristen fest-
gelegt. Danach betrdgt die grundséatzliche Speicherdauer von personenbezogenen Daten jeweils drei Jahre
taggenau nach deren Erledigung. Davon abweichend werden z.B. gel6scht:

® Angaben tber Anfragen nach zwélf Monaten taggenau

* Informationen Uber stérungsfreie Vertragsdaten iiber Konten, die ohne die damit begriindete Forderung do-
kumentiert werden (z.B. Girokonten, Kreditkarten, Telekommunikationskonten oder Energiekonten), Infor-
mationen liber Vertrage, bei denen die Evidenzpriifung gesetzlich vorgesehen st (z.B. Pfandungsschutzkon-
ten, Basiskonten) sowie Blirgschaften und Handelskonten, die kreditorisch gefiihrt werden, unmittelbar nach
Bekanntgabe der Beendigung.

Daten aus den Schuldnerverzeichnissen der zentralen Vollstreckungsgerichte nach drei Jahren taggenau,
jedoch vorzeitig, wenn der SCHUFA eine Léschung durch das zentrale Vollstreckungsgericht nachgewiesen
wird

Informationen Gber Verbraucher-/Insolvenzverfahren oder Restschuldbefreiungsverfahren taggenau drei
Jahre nach Beendigung des Insolvenzverfahrens oder Erteilung der Restschuldbefreiung. In besonders gela-
gerten Einzelfdllen kann auch abweichend eine frithere Loschung erfolgen.

Informationen iber die Abweisung eines Insolvenzantrages mangels Masse, die Aufhebung der Sicherungs-
mafBnahmen oder liber die Versagung der Restschuldbefreiung taggenau nach drei Jahren
Personenbezogene Voranschriften bleiben taggenau drei Jahre gespeichert; danach erfolgt die Priifung der
Erforderlichkeit derfortwahrenden Speicherung firweitere drei Jahre. Danach werden sie taggenau geldscht,
sofern nicht zum Zwecke der Identifizierung eine langer wahrende Speicherung erforderlich ist.

00951 1218

3. Betroffenenrechte

Jede betroffene Person hat gegeniiber der SCHUFA das Recht auf Auskunft nach Art. 15 DS-GVO, das Recht auf Be-
richtigung nach Art. 16 DS-GVO, das Recht auf Léschung nach Art. 17 DS-GVO und das Recht auf Einschrankung der
Verarbeitung nach Art. 18 DS- GVO. Die SCHUFA hat fiir Anliegen von betroffenen Personen ein Privatkunden Ser-
viceCenter eingerichtet, das schriftlich unter SCHUFA Holding AG, Privatkunden ServiceCenter, Postfach 10 34 41,
50474 Koln, telefonisch unter+49 (0) 6 11-92 78 0 und tiber ein Internet-Formular unter www.schufa.de erreich-
bar ist. Dariiber hinaus besteht die Méglichkeit, sich an die fiir die SCHUFA zustandige Aufsichtsbehdrde, den
Hessischen Datenschutzbeauftragten, zu wenden. Einwilligungen kdnnen jederzeit gegeniiber dem betreffen-
den Vertragspartner widerrufen wer den.

Wir sind verpflichtet Sie darauf hinzuweisen, dass Sie nach Art. 21 Abs. 1 DS-GVO der Datenverarbei-
tung aus Griinden, die sich aus Ihrer besonderen Situation ergeben (z.B. )]
widersprechen kénnen. Der Widerspruch kann formfreierfolgen undist zurichtenan SCHUFA Holding
AG, Privatkunden ServiceCenter, Postfach 10 34 41,50474 Koln.

Profilbildung (Scoring)

Vor Geschaften mit einem finanziellen Ausfallrisiko mochten Geschéftspartner moglichst gut einschatzen
konnen,ob den eingegangenen Zahlungsverpflichtungen nachgekommenwerden kann. Durch die SCHUFA-Aus-
kunft und die Profilbildung mittels sogenannter Scorewerte unterstiitzt die SCHUFA Kredit gebende Unterneh-
men beider Entscheidungsfindung und hilft dabei, alltdgliche Kreditgeschafte rasch abwickeln zu kénnen. Beim
Scoring wird anhand von gesammelten Informationen und Erfahrungen aus der Vergangenheit eine Prognose
Uber zukiinftige Ereignisse erstellt. Die Berechnung aller Wahrscheinlichkeitswerte erfolgt bei der SCHUFA
grundsatzlich auf Basis der zu einer betroffenen Person bei der SCHUFA gespeicherten Informationen, die auch
in der Auskunft nach Art. 15 DS-GVO ausgewiesen werden. Dariiber hinaus berticksichtigt die SCHUFA beim
Scoring die Bestimmungen des § 31 BDSG. Anhand der zu einer Person gespeicherten Eintrage erfolgt eine Zu-
ordnungzu statistischen Personengruppen, die in der Vergangenheit ahnliche Eintrége aufwiesen. Die Scorebe-
rechnungen erfolgen auf mathematisch-statistisch anerkannten und bewahrten Verfahren.

Folgende Datenarten werden bei der SCHUFA zur Scoreberechnung verwendet, wobei nicht jede Datenart auch
injede einzelne Scoreberechnung mit einflieRt: Allgemeine Daten (z.B. Geburtsdatum, Geschlecht oder Anzahl
im Geschéftsverkehr verwendeter Anschriften), bisherige Zahlungsstérungen, Kreditaktivitat letztes Jahr, Kre-
ditnutzung, Lange Kredithistorie sowie Anschriftendaten (nurwennwenige personenbezogene kreditrelevante
Informationen vorliegen). Bestimmte Informationen werden weder gespeichert noch bei der Berechnung von
Scorewerten beriicksichtigt, z. B. Angaben zur Staatsangehdrigkeit oder besonders sensible Daten nach
Art. 9 DS-GVO (z.B. ethnische Herkunft oder Angaben zu politischen oder religidsen Einstellungen). Auch die
Geltendmachung von Rechten nach der DS-GVO, also z.B. die Einsichtnahme in die bei der SCHUFA gespeicher-
ten Informationen nach Art. 15 DS-GVO, hat keinen Einfluss auf die Scorewerte.

Mit welcher Wahrscheinlichkeit eine Person einen Baufinanzierungskredit zuriickzahlen wird, muss nicht der
Wahrscheinlichkeit entsprechen, mit der sie eine Rechnung beim Versandhandel termingerecht bezahlt. Aus
diesem Grund bietet die SCHUFA ihren Vertragspartnern unterschiedliche branchenspezifische Scoremodelle
an, die sogenannten SCHUFA-Branchenscores. Diese représentieren in der Regel die Wahrscheinlichkeit einer
Zahlungsstérung innerhalb von 15 Monaten. Bei einzelnen Branchen kann der Zeitraum abweichen, um besser
aufEigenheiten derbranchentiblichen Geschaftsmodelle einzugehen (z.B. Telekommunikation, Baufinanzierung).
Scores verandern sich stetig, da sich auch die Informationen, die bei der SCHUFA (iber eine Person gespeichert
sind, verandern. So kommen neue Informationen hinzu, wahrend andere aufgrund von Speicherfristen geléscht
werden. Auerdem dndern sichauch die Informationen selbstim Zeitverlauf (etwa die Dauer des Bestehens einer
Geschéftsbeziehung), so dass auch ohne neue Informationen Veranderungen auftreten.

Wichtig zu wissen: Die SCHUFA selbst trifft keine Entscheidungen, sie unterstiitzt die ihr angeschlossenen Ver-
tragspartner lediglich mit ihren Informationen bei der Entscheidungsfindung. Die Risikoeinschatzung und Be-
urteilung der Kreditwdirdigkeit erfolgt allein durch den direkten Geschaftspartner, da nur dieser (iber zahlreiche
zusétzliche Informationen —wie zum Beispiel die aus einem Kreditantrag — verfiigt. Dies gilt selbst dann, wenn
ersich einzig auf die von der SCHUFA gelieferten Informationen und Scorewerte verlasst.

Unabhangig vom Bonitétsscoring unterstiitzt die SCHUFA ihre Geschéftspartner mit dem FraudPreCheck (FPC)
durch Profilbildungen bei der Erkennung auffélliger Sachverhalte (z. B. zum Zwecke der Betrugspravention im
Versandhandel). Hierzu erfolgt eine Analyse von Anfragen von Geschaftspartnern der SCHUFA, um diese auf
potenzielle Auffalligkeiten hin zu priifen. In diese Berechnung, die fiir den jeweiligen Geschéftspartnerindividu-
ell erfolgt, knnen neben Anfragen der zuriickliegenden 90 Tage, die aufgrund von Erkenntnissen der SCHUFA
zubekannten Manipulationsmusternvon derangefragten betroffenen Person stammen, auch Anschriftendaten,
Informationen ob und in welcher Funktion in allgemein zugénglichen Quellen ein Eintrag zu einer Person des
offentlichen Lebens mit Gibereinstimmenden Personendaten existiert, sowie aggregierte statistische Informa-
tionen aus dem SCHUFA-Datenbestand einflieRen. Dariiber hinaus kdnnen auch die jeweils aufgefiihrten Anfra-
gezeiten bei der Ermittlung der Auffalligkeit berlicksichtigt werden, wobei die SCHUFA davon ausgeht, dass in-
nerhalbvondreiStundenvordemaufgefiihrten Anfragezeitpunkt die Antragstellung durch die betroffene Person
erfolgte.

Unter Einbeziehung dieser Informationen wird sodann ein zehnstelliger Auffélligkeitswert (FPC-Wert) zwischen
0und 1 ermittelt und an den Geschéftspartner ausgegeben. Dabei gilt: je kleiner der ermittelte FPC-Wert, desto
unauffalliger sind die Anfragedaten, je gréRer der Wert, desto groRer die Auffalligkeit. Die Geschéftspartner der
SCHUFA kénnen den Wert zur weiteren risikovermindernden Steuerung ihrer Geschéftsprozesse einsetzen.
Welche Bedeutung ein konkreter FPC-Wert fiir den jeweiligen Geschaftspartner hat, entscheidet dieser stets
selbstanhand derjeweiligen Risikostruktur. Eine erhéhte Auffalligkeit kann z.B. dazu fiihren, dass der Geschafts-
partner risikobehaftete Zahlungsarten wie den Rechnungskauf nicht anbietet, sie ist jedoch allein kein Grund,
einenAntragabzulehnen.Die Geschaftspartner setzen neben dem FPC-Wertauch eigene Verfahren zur Betrugs-
prévention ein, die hdufig miteinander kombiniert werden.

Da sich ein Geschaftsvorgang im Distanzhandel bis beispielsweise zur Auslieferung der bestellten Ware iiber
mehrere Schritte hinziehen kann, kann der Geschaftspartner bis zum Abschluss des Geschaftsvorgangs neu
bekannt gewordene Informationen tiber Auffélligkeiten in Form aktualisierter FPC-Werte abrufen.

Dievonden Geschaftspartnern zum Zwecke der Betrugspréavention Gibermittelten Anfragedaten werden bei der
SCHUFA taggenau 12 Monate gespeichert und auf der Datenkopie (nach Art. 15 DS-GVO) ausgewiesen. Ferner
werden die personenbezogenen Daten ausgewiesen, die zur Verarbeitung in diesem Verfahren aktuell bei der
SCHUFA gespeichertsind. Auswirkungen aufdie Bonitatsbeurteilungund das Bonitatsscoring durch die SCHUFA
hat das FPC-Verfahren nicht.

Weitere Informationen zum Kreditwiirdigkeitsscoring oder zur Erkennung auffélliger Sachverhalte sind unter
www.scoring-wissen.de erhaltlich.



