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Ihre Privatsphäre ist uns wichtig. Hier lesen Sie, wie wir mit Ihren Daten umge-
hen. Sie und der Gesetzgeber entscheiden, was wir mit Ihren Daten tun. Basis 
dafür ist Ihre Einwilligung oder eine gesetzliche Erlaubnis.
1.	 Datenschutz-Infos für Ihre Mobilfunk-Produkte
	 Schließen Sie einen Mobilfunk-Vertrag bei uns ab, nutzen wir Ihre Kun-

dendaten in erster Linie, damit wir den Vertrag mit Ihnen erfüllen können, 
um z. B. Ihre Telefonate durchzuführen, Ihnen die Webseiten anzuzeigen, 
die Sie ansurfen oder die bei Ihrem Vodafone Pass inkludierten Apps zu 
identifizieren und die verbrauchten Daten richtig abzurechnen. Dafür 
verwenden wir Ihre Mobilfunknummer und die Web-Adresse, unter der 
Sie die App abrufen. Um Störungen Ihrer Verbindung zu beseitigen, 
speichern wir außerdem Internet-Verkehrsdaten wie Ihre IP-Adresse. 
Um Ihnen eine korrekte Telefonrechnung zu stellen, speichern wir 
Telefon-Verkehrsdaten wie Anfang, Ende und Partner Ihrer Gespräche. 
Ihre Bestands- und Verkehrsdaten nutzen wir, um Missbrauch unserer 
Produkte zu erkennen und zu verhindern. Ihre Standortdaten nutzen 
wir, um Ihre Gespräche und Verbindungen herzustellen.

2.	 Datenschutz-Infos für Ihren Internet- und Telefonvertrag
	 Schließen Sie einen Internet- oder Telefonvertrag mit uns ab, nutzen wir 

Ihre Kundendaten in erster Linie, damit wir den Vertrag mit Ihnen erfüllen 
können. Um Ihnen z.B. Post mit Infos zu Ihrem Vertrag zu schicken. Oder 
um die richtigen Produkte für Sie zu aktivieren. Diese persönlichen Daten 
sind Ihre sogenannten Bestandsdaten. Um Störungen Ihrer Verbindung 
zu beseitigen, speichern wir außerdem Internet-Verkehrsdaten wie 
Ihre IP-Adresse. Um Ihnen eine korrekte Telefonrechnung zu stellen, 
speichern wir Telefon-Verkehrsdaten wie Anfang, Ende und Partner Ihrer 
Gespräche. Ihre Bestands- und Verkehrsdaten nutzen wir, um Missbrauch 
unserer Produkte zu erkennen und zu verhindern. Ihre Standortdaten 
nutzen wir, um Ihre Gespräche und Verbindungen herzustellen.

3.	 Datenschutz-Infos für Ihr Secure Net und Sicherheitspaket
	 Nutzen Sie Secure Net, zum sicheren mobilen Surfen, untersuchen 

wir, ob die Webseiten und Downloads, die Sie aufrufen, Schadcode wie 
Viren und Trojaner enthalten. Besuchen Sie eine potenziell gefährliche 
Seite, bekommen Sie eine Online-Warnung von uns. Wenn Sie trotz der 
Warnung weiter surfen wollen, entscheiden Sie selbst, ob Sie der Seite 
trotzdem vertrauen. Gefährliche Downloads blockieren wir konsequent. 
Sie bekommen dann eine Info-SMS. Dafür und für Ihre Registrierung 
nutzen wir Ihre Mobilfunk-Nummer.

	 Nutzen Sie das Sicherheitspaket powered by F-Secure, schließen Sie 
einen Vertrag direkt mit unserem Kooperationspartner: F-Secure Cor-
poration, Tammasaarenkatu 7, PL 24, 00181 Helsinki, Finnland. Deshalb 
übermitteln wir Ihre Bestandsdaten an F-Secure. Wir und F-Secure sind 
für die Verarbeitung Ihrer persönlichen Daten jeweils verantwortlich. 
Mehr zum Datenschutz bei F-Secure erfahren Sie online unter den Da-
tenschutzhinweisen von F-Secure: https://www.f-secure.com/de_DE/
web/legal/privacy/website.

4.	 Datenschutz-Infos für Ihre WLAN Produkte: Hotspot und Homespot
	 Nutzen Sie unser WLAN-Hotspot-Flat oder nehmen Sie am Homespot-

Service teil, speichern wir Ihre Anmeldedaten und Ihre IP-Adresse, damit 
Sie den Service nutzen können. Melden Sie sich als Gast an und surfen 
Sie kostenlos, speichern wir die MAC-Adresse Ihres Geräts. So verhindern 
wir, dass der Gastzugang mehrfach am gleichen Tag benutzt wird.

	 Nehmen Sie am Homespot-Service teil, trennen wir Ihr privates WLAN-
Netz sicher vom öffentlichen WLAN-Netz. Den Standort Ihres und aller 
anderen Homespots sehen Sie online und in der Hotspotfinder-App als 
Markierung auf einer Karte. Das ist eine reine Circa-Angabe. Ihre exakte 
Adresse ist dadurch nicht zu ermitteln.

5.	 Mail, Cloud und Homepage
	 Sind Sie ein Internet-Kunde und nutzen Sie zusätzlich unsere Mail-, 

Cloud- und Homepage-Services, speichern wir Ihre Bestandsdaten, 
um Ihre Wunsch-Services für Sie zu aktivieren und damit Ihre Rechnung 
stimmt. Das sind Infos, über Sie wie Name und Adresse und über Ihre 
Produkte wie z.B. die Domain, die Sie gewählt haben.

	 Die Dateien, die Sie in Ihrer Cloud speichern und die E-Mails, die Sie 
bekommen und versenden, nutzen wir nur, um sie Ihnen anzuzeigen 
und sie zu speichern. Ihre Nutzungsdaten wie Ihre IP-Adresse, den 
Zeitpunkt der letzten Anmeldung und die Anzahl fehlgeschlagener 
Anmelde-Versuche nutzen wir, um Störungen Ihrer Services zu erkennen 
und zu beseitigen.

6.	 Datenschutz-Info für Ihre TV-Produkte
a.	 TV allgemein

	 Bei allen TV-Produkten nutzen wir Ihre Kundendaten in erster Linie, 
damit wir den Vertrag mit Ihnen erfüllen können. Also z.B. um Ihnen 
Post zu schicken und die richtigen Produkte für Sie zu aktivieren. 
Persönliche Daten, wie Name, Adresse und gewählte Produkte sind 
Ihre sogenannten Bestandsdaten. Um Störungen Ihres Empfangs zu 
beseitigen, speichern wir außerdem technische Daten zur Signal-
qualität, Fehlern und Diagnosen zu Ihrem Anschluss. Das sind Ihre 
persönlichen Nutzungsdaten.

b.	 Vodafone Select 

	 Sind Sie ein Vodafone Select-Kunde, nutzen wir Daten über die Filme, 
die Sie abgerufen haben, für Ihre Rechnung. Diese Daten nutzen wir 
zusätzlich in pseudonymisierter Form, um Vodafone Select für Sie 
zu verbessern sowie um Ihnen Werbung und Anfragen zur Marktfor-
schung anzuzeigen. Sie als Person sind dahinter aber nicht erkennbar. 
Wenn Sie es trotzdem nicht möchten, können Sie dem widersprechen. 

c.	 GigaTV

	 Nutzen Sie GigaTV, dann verwenden wir Ihre persönlichen Daten wie 
Einstellungen, Geräte-Infos, geplante Aufnahmen und Merklisten, 
um Ihnen ihre Inhalte zu liefern. Außerdem verarbeiten wir Infos 
über die Filme, die Sie bestellt, aufgenommen oder angesehen 
haben. So können wir Ihnen dazu passende Empfehlungen über das 
Produkt-Feature „Recommendation Engine“ anbieten. Wenn Sie Giga 
TV bestellen, stimmen Sie dieser Datenverwendung zu.

d.	 TV-Manager und Digital Receiver 

	 Über das Webportal, die App oder wenn Sie Ihren Digital Receiver mit 
dem Internet verbinden, können Sie ein TV-Manager-Profil erstellen. 
In Ihrem TV-Manager-Profil speichern wir Ihre Bestandsdaten. Das 
sind Infos zu Ihrem TV-Vertrag, wie Smartcard-Seriennummer und 
Produkte, die Sie gebucht haben. Zusätzlich speichern wir Einstel-
lungen, persönliche Senderlisten, geplante und fertige Aufnahmen, 
um Ihnen Ihre Inhalte zu liefern. In Ihrem Profil speichern wir außerdem 
Ihren Suchverlauf. Sie können einzelne Einträge oder den kompletten 
Suchverlauf jederzeit in den Einstellungen löschen. Sie wollen Ihr 
Profil und den TV-Manager gar nicht mehr nutzen? Gehen Sie auch 
dafür in Ihre Einstellungen und ändern Sie das.

e.	 Sky-Programm-Paket

	 Bestellen Sie bei uns ein Sky-Programm-Paket, schließen Sie dafür 
einen Vertrag mit der Sky Deutschland Fernsehen GmbH & Co. KG, 
Medienallee 26, 85774 Unterföhring ab. Deshalb übermitteln wir Ihre 
Bestandsdaten an Sky. Für die Vertragsdurchführung und Abrechnung 
speichern wir Infos zum Vertrag und sind dafür datenschutzrechtlich 
verantwortlich.

7.	 Bonitätsprüfung
a.	 SCHUFA-Prüfung 

	 Wir übermitteln im Rahmen dieses Vertragsverhältnisses erhobene 
personenbezogene Daten über die Beantragung, die Durchführung 
und Beendigung dieser Geschäftsbeziehung sowie Daten über 
nicht vertragsgemäßes Verhalten oder betrügerisches Verhalten 
an die SCHUFA Holding AG, Kormoranweg 5, 65201 Wiesbaden. 
Rechtsgrundlagen dieser Übermittlungen sind Artikel 6 Absatz 1 
Buchstabe b und Artikel 6 Absatz 1 Buchstabe f der Datenschutz-
Grundverordnung (DS-GVO). Übermittlungen auf der Grundlage von 
Artikel 6 Absatz 1 Buchstabe f DS-GVO dürfen nur erfolgen, soweit 
dies zur Wahrung berechtigter Interessen der Vodafone GmbH sowie 
der Vodafone Kabel Deutschland GmbH oder Dritter erforderlich 
ist und nicht die Interessen oder Grundrechte und Grundfreiheiten 
der betroffenen Person, die den Schutz personenbezogener Daten 
erfordern, überwiegen. Der Datenaustausch mit der SCHUFA dient 
auch der Erfüllung gesetzlicher Pflichten zur Durchführung von 
Kreditwürdigkeitsprüfungen von Kunden (§ 505a und 506 des Bür-
gerlichen Gesetzbuches). 

	 Die SCHUFA verarbeitet die erhaltenen Daten und verwendet sie auch 
zum Zwecke der Profilbildung (Scoring), um ihren Vertragspartnern im 
Europäischen Wirtschaftsraum und in der Schweiz sowie ggf. weiteren 
Drittländern (sofern zu diesen ein Angemessenheitsbeschluss der 
Europäischen Kommission besteht) Informationen unter anderem zur 
Beurteilung der Kreditwürdigkeit von natürlichen Personen („Boni-
tätsscoring“) zu geben. Unabhängig vom Bonitätsscoring unterstützt 
die SCHUFA ihre Vertragspartner durch Profilbildungen bei der 
Erkennung auffälliger Sachverhalte (z. B. zum Zwecke der Betrugsprä-
vention im Versandhandel). Hierzu erfolgt eine Analyse von Anfragen 
von Vertragspartnern der SCHUFA, um diese auf potenzielle Auffäl-
ligkeiten hin zu prüfen. In diese Berechnung, die für den jeweiligen 
Vertragspartner individuell erfolgt, können auch Anschriftendaten, 
Informationen ob und in welcher Funktion in allgemein zugänglichen 
Quellen ein Eintrag zu einer Person des öffentlichen Lebens mit 
übereinstimmenden Personendaten existiert, sowie aggregierte sta-
tistische Informationen aus dem SCHUFA-Datenbestand einfließen. 
Auswirkungen auf die Bonitätsbeurteilung und das Bonitätsscoring 
hat dieses Verfahren nicht. Nähere Informationen zur Tätigkeit der 
SCHUFA können dem SCHUFA-Informationsblatt entnommen oder 
online unter www.schufa.de/datenschutz eingesehen werden.

b.	 Prüfung von CRIF Bürgel

	 Wir übermitteln CRIF Bürgel im Rahmen dieses Vertragsverhältnisses 
erhobene personenbezogene Daten zur Beantragung, Durchführung 
und Beendigung dieser Geschäftsbeziehung sowie Daten zu nicht ver-
tragsgemäßem Verhalten oder betrügerischem Verhalten an die CRIF 
Bürgel GmbH, Radlkoferstraße 2, 81373 München. Rechtsgrundlagen 
dieser Übermittlungen sind Artikel 6 Absatz 1 Buchstabe b und Artikel 
6 Absatz 1 Buchstabe f der Datenschutz-Grundverordnung (DSGVO). 
Übermittlungen auf der Grundlage von Artikel 6 Absatz 1 Buchstabe 
f DSGVO dürfen nur erfolgen, soweit dies zur Wahrung berechtigter 
Interessen der Vodafone GmbH sowie der Vodafone Kabel Deutsch-
land GmbH oder Dritter erforderlich ist und nicht die Interessen 
oder Grundrechte und Grundfreiheiten der betroffenen Person, die 
den Schutz personenbezogener Daten erfordern, überwiegen. Der 
Datenaustausch mit der CRIF Bürgel GmbH dient auch der Erfüllung 
gesetzlicher Pflichten zur Durchführung von Kreditwürdigkeitsprü-
fungen von Kunden (§ 505a und 506 des Bürgerlichen Gesetzbuches). 

	 Die CRIF Bürgel GmbH verarbeitet die erhaltenen Daten und 
verwendet sie auch zum Zweck der Profilbildung (Scoring), um 
ihren Vertragspartnern im Europäischen Wirtschaftsraum und in der 
Schweiz sowie ggf. weiteren Drittländern (sofern für diese ein Ange-
messenheitsbeschluss der Europäischen Kommission besteht) Infor-
mationen unter anderem zur Beurteilung der Kreditwürdigkeit von 
natürlichen Personen zu geben. Nähere Informationen zur Tätigkeit 
der CRIF Bürgel GmbH können dem CRIF-Bürgel-Informationsblatt 
entnommen oder online unter www.crifbuergel.de/de/datenschutz 
eingesehen werden. 

c.	 Prüfung von Infoscore 

	 Wir übermitteln Ihre Daten (Name, Adresse und ggf. Geburtsdatum) 
zum Zweck der Bonitätsprüfung, dem Bezug von Informationen zur 
Beurteilung des Zahlungsausfallrisikos auf Basis mathematisch-
statistischer Verfahren unter Verwendung von Anschriftendaten 
sowie zur Verifizierung Ihrer Adresse (Prüfung auf Zustellbarkeit) 
an die infoscore Consumer Data GmbH, Rheinstr. 99, 76532 Baden-
Baden.

	 Rechtsgrundlagen dieser Übermittlungen sind Artikel 6 Absatz 1 
Buchstabe b und Artikel 6 Absatz 1 Buchstabe f der DSGVO. Übermitt-
lungen auf der Grundlage dieser Bestimmungen dürfen nur erfolgen, 
soweit dies zur Wahrnehmung berechtigter Interessen unseres 
Unternehmens oder Dritter erforderlich ist und nicht die Interessen 
der Grundrechte und Grundfreiheiten der betroffenen Person, die den 
Schutz personenbezogener Daten erfordern, überwiegen. Detaillierte 
Informationen zur ICD i. S. d. Art. 14 Europäische Datenschutzgrundver-
ordnung (,,EU DSGVO“), d. h. Informationen zum Geschäftszweck, zu  
Zwecken der Datenspeicherung, zu den Datenempfängern, zum 
Selbstauskunftsrecht, zum Anspruch auf Löschung oder Berichtigung 
etc. finden Sie in der Anlage beziehungsweise unter folgendem Link  
https://finance.arvato.com/icdinfoblatt.

8.	 Löschen und Sperren Ihrer Daten
	 Daten zu Ihrer Bonitätsprüfung löschen wir 6 Wochen nach der Anfrage. 

Ihre Bestandsdaten löschen wir nach Vertragsende, aber nicht sofort. 
Das Gesetz verlangt, dass wir sie z.B. für Wirtschaftsprüfungen noch 
aufbewahren. Die Archivierung kann bis zu 10 Jahre dauern. Danach 
löschen wir Ihre Daten endgültig. In der Zwischenzeit sperren wir sie. 
So können nur noch ganz wenige Mitarbeiter darauf zugreifen, wenn 
es nötig wird. Die Sperrphase beginnt am Ende des Jahres, das auf das 
Vertragsende folgt. Eine Sperrphase für Verkehrs- und Standortdaten 
gibt es nicht. Wir löschen sie direkt nach Ablauf der Speicherfristen: 
Internet-Verkehrsdaten und Nutzungsdaten löschen wir spätestens 
nach 7 Tagen. Ihre Telefon-Verkehrsdaten löschen wir sofort, wenn sie 
für die Abrechnung nicht mehr relevant sind und spätestens 3 Monate 
nach Rechnungsversand. Ihren Einzelverbindungsnachweis löschen 
wir spätestens nach 6 Monaten. Ihre Secure Net-Daten löschen wir so: 
die URL der geblockten Webseiten und die Namen der Dateien, die Sie 
heruntergeladen haben, nach 3 Tagen. Die Anzahl heruntergeladener 
Dateien und geblockter Webseiten nach 6 Monaten.

9.	 Ihre Kontaktdaten für Werbung
	 Wir nutzen Ihre Daten rund um Ihren Vertrag, um Sie postalisch, per 

E-Mail, Messenger, SMS, MMS zu beraten, Werbung für eigene ähnliche 
Angebote und zur Marktforschung zu schicken.

	 Sie können der Nutzung Ihrer Daten zu diesem Zweck jederzeit 
widersprechen. Schreiben Sie einen Brief oder nutzen Sie Ihren Daten-
schutz-Service online. Die Kontakte finden Sie unter Nr. 14.

10.	 Zweckänderung und Big Data
	 Ihre persönlichen Daten nutzen wir in erster Linie für Ihren Service. Wenn 

der Gesetzgeber es uns erlaubt, nutzen wir Ihre persönlichen Daten auch 
für neue Zwecke.

	 Ihre persönlichen Daten nutzen wir als Grundlage für Big Data-Analysen. 
Die Analysen helfen uns, unsere Produkte für Sie zu verbessern. Und 
um Entscheidungen zu treffen, z. B. über neue Produkte und Tarife. 
Wir anonymisieren oder pseudonymisieren Ihre persönlichen Daten, 
bevor wir sie dafür nutzen. Dadurch sind Sie als Person hinter den Daten 
entweder gar nicht mehr zu erkennen oder aber nur mit besonders 
geschützten Zusatz-Infos. Dafür ersetzen wir z.B. Ihren Namen durch 
einen anderen, zufällig gewählten Wert. Sie können dieser Nutzung Ihrer 
Daten widersprechen, wenn Sie uns die Gründe darlegen, die gegen die 
Verarbeitung Ihrer Daten für diese Zwecke sprechen. Schreiben Sie uns 
einen Brief oder nutzen Sie Ihren Datenschutz-Service online. 

11.	 Weitergabe Ihrer Daten 
	 Sie und der Gesetzgeber entscheiden, wie wir mit Ihren Daten umgehen. 

Haben Sie uns keine gesonderte Einwilligung erteilt, geben wir Ihre 
persönlichen Daten nur weiter, wenn wir das nach deutschem oder 
europäischem Recht dürfen oder müssen. Mit einigen Partnern arbeiten 
wir besonders eng zusammen, z.B. im Kundenservice oder mit Rechen-
zentren. Damit diese Partner Ihre persönlichen Daten in unserem Auftrag 
verarbeiten dürfen, machen wir detaillierte vertragliche Vorgaben.

	 In bestimmten Situationen sind wir verpflichtet, Ihre persönlichen 
Vertrags-, Verbindungs- oder Standortdaten an deutsche Behörden 
herauszugeben. Das tun wir aber nur, wenn wir dazu rechtlich verpflichtet 
sind. Das kann z.B. durch einen richterlichen Beschluss in einem Straf-
verfahren der Fall sein.

12.	 Übermittlung ins Ausland
	 Ihre persönlichen Daten speichern wir nur in Deutschland. Auch unsere 

Auftragsverarbeiter außerhalb von Deutschland speichern Ihre Daten 
nicht bei sich vor Ort. Sie können Ihre Daten nur einsehen und bearbeiten. 
Mit Partnern außerhalb des EU-Raums arbeiten wir nur nach den Regeln 
der Europäischen Kommission zusammen. Das heißt für Sie: Entweder 
wir nehmen sogenannte Standard-Vertragsklauseln in den Vertrag auf. 
Oder die Europäische Kommission hat ausdrücklich festgestellt, dass 
das Datenschutz-Niveau im Land unseres Partners angemessen ist.

	 Wenn Sie eine Frage zum Sicherheitspaket powered by F-Secure haben, 
geben wir Ihre Frage an F-Secure weiter. F-Secure verarbeitet Daten 
weltweit. 

13.	 Ihre Datenschutzrechte 
	 Helfen Sie selbst mit, Ihre persönlichen Daten zu schützen. Nutzen 

Sie Ihr Recht auf Datenschutz. Sie wollen nicht, dass wir Ihre Daten für 
Werbezwecke nutzen? Dann ändern wir das nach Ihren Wünschen. Sie 
wollen wissen, welche Daten wir über Sie gespeichert haben? Oder Ihre 
Kundendaten müssen geändert werden? Melden Sie sich einfach bei uns. 

a.	 Auskunft einholen, Daten berichtigen, Daten löschen, der Verarbei-
tung Ihrer Daten widersprechen, Ihre Daten mitnehmen (Datenpor-
tabilität)

	 Sie wollen wissen, welche Daten wir über Sie speichern? Sie fragen 
sich, wofür wir Ihre persönlichen Daten nutzen oder woher wir sie 
haben? Sprechen Sie uns an. Ihre Fragen beantworten wir gern. Ihre 
Daten haben sich geändert? Geben Sie uns Bescheid. Oder es hat sich 
ein Fehler in Ihre Kundendaten eingeschlichen? Wir ändern das für 
Sie. Sie wollen persönliche Daten löschen lassen? Sagen Sie uns, um 
welche Angaben es genau geht. Wir löschen dann alle Daten, für die 
wir keinen Speichergrund mehr haben. Wollen Sie der Verarbeitung 
Ihrer Daten für Geschäftsanalysen o. Ä. widersprechen? Schreiben Sie 
uns an und nennen Sie den Grund, der Sie dazu veranlasst hat. Wollen 
Sie Ihre Daten mitnehmen, die Sie uns zur Verfügung gestellt haben? 
Kein Problem, wir stellen sie Ihnen in Textform zur Verfügung. 

b.	 Werbung widersprechen

	 Sie sind unser Kunde und haben schon ein Produkt von uns? Dann 
nutzen wir Ihre Telefonnummer und Ihre Post- und E-Mail-Adresse, um 
per Messenger, SMS, MMS, Post und E-Mail Ihnen Infos zur Beratung, 
zur Werbung für eigene ähnliche Angebote und zur Marktforschung 
zu schicken.

	 Sie können der Nutzung Ihrer Telefonnummer und Adressen zu 
diesem Zweck jederzeit widersprechen. Und zwar so, wie Sie wollen: 
Schreiben Sie uns einen Brief oder nutzen Sie Ihren Datenschutz-
Service online.

	 Sie sind noch nicht unser Kunde und Sie wollen keine Werbung? Das 
ändern wir natürlich auch. Helfen Sie mit, indem Sie uns genau sagen, 
auf welchem Weg Sie Werbung von uns bekommen. Je genauer Ihre 
Angaben, umso wirksamer unsere Werbesperre.

14.	 Ihr Datenschutz-Service
	 Ob Auskunft, Berichtigung, Löschung oder Widerspruch – unsere Spezi-

alisten für Datenschutz sind für Sie da. Nutzen Sie bei allen Fragen rund 
um Ihre Datenschutz-Rechte unsere Online-Hilfe:

	 https://www.vodafone.de/privat/hilfe.html

	 Oder schreiben Sie an:

	 Dr. Dirk Herkströter, Datenschutz-Beauftragter Vodafone GmbH/
Dr. Anastasia Meletiadou, Datenschutz-Beauftragte Vodafone Kabel 
Deutschland GmbH, Ferdinand-Braun-Platz 1, 40549 Düsseldorf

	 Sollten wir Ihr Datenschutz-Anliegen nicht klären können, können Sie 
sich an die für uns zuständige Aufsichtsbehörde wenden.

	 Für Datenschutz-Fragen rund um Telekommunikation: Die Bundes-
beauftragte für den Datenschutz und die Informationsfreiheit (BfDI), 
Husarenstr.  30, 53117 Bonn

	 Datenschutz-Fragen rund um unseren Webauftritt: Landesbeauftragte 
für Datenschutz und Informationsfreiheit Nordrhein-Westfalen, Post-
fach 20 04 44, 40102 Düsseldorf

	 Sonstige Datenschutz-Fragen zur Vodafone Kabel Deutschland GmbH: 
Bayerisches Landesamt für Datenschutzaufsicht, Postfach 606,  
91511 Ansbach
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Information gem. Art. 14 EU-DSGVO 
über die infoscore Consumer Data GmbH („ICD“)
1. 	 Name und Kontaktdaten der ICD (verantwortliche Stelle) sowie des betrieblichen Datenschutzbeauftragten

infoscore Consumer Data GmbH, Rheinstr. 99, 76532 Baden-Baden	

Der betriebliche Datenschutzbeauftragte der ICD ist unter der o.a. Anschrift, zu Hd. Abteilung Datenschutz, oder 
per E-Mail unter: datenschutz@arvato-infoscore.de erreichbar.

2. 	 Zwecke der Datenverarbeitung der ICD
Die ICD verarbeitet und speichert personenbezogene Daten, um ihren Vertragspartnern Informationen zur Be-
urteilung der Kreditwürdigkeit von natürlichen und juristischen Personen sowie zur Prüfung der Erreichbarkeit 
von Personen unter den von diesen angegebenen Adressen zu geben. Hierzu werden auch Wahrscheinlichkeits- 
bzw. Scoringwerte errechnet und übermittelt. Solche Auskünfte sind notwendig und erlaubt, um das Zahlungs-
ausfallrisiko z.B. bei einer Kreditvergabe, beim Rechnungskauf oder bei Abschluss eines Versicherungsvertrages 
vorab einschätzen zu können. Die Datenverarbeitung und die darauf basierenden Auskunftserteilungen der ICD 
dienen gleichzeitig der Bewahrung der Auskunftsempfänger vor wirtschaftlichen Verlusten und schützen Ver-
braucher gleichzeitig vor der Gefahr der übermäßigen Verschuldung. Die Verarbeitung der Daten erfolgt darüber 
hinaus zur Betrugsprävention, zur Risikosteuerung, zur Festlegung von Zahlarten oder Konditionen sowie zur 
Tarifierung. 

3. 	 Rechtsgrundlagen für die Datenverarbeitung der ICD
Die ICD ist ein Auskunfteiunternehmen, das als solches bei der zuständigen Datenschutzaufsichtsbehörde ge-
meldet ist. Die Verarbeitung der Daten durch die ICD erfolgt auf Basis einer Einwilligung gemäß Art. 6 Abs. 1a i.V.m. 
Art. 7 Datenschutzgrundverordnung (DSGVO) oder auf Grundlage des Art. 6 Abs. 1 f DSGVO, soweit die Verarbei-
tung zur Wahrung der berechtigten Interessen des Verantwortlichen oder eines Dritten erforderlich ist und sofern 
die Interessen und Grundfreiheiten der betroffenen Person, die den Schutz personenbezogener Daten erfordern, 
nicht überwiegen. Die ICD stellt ihren Vertragspartnern die Informationen nur dann zur Verfügung, wenn eine 
Einwilligung des Betroffenen vorliegt oder von den Vertragspartnern ein berechtigtes Interesse hieran im Ein-
zelfall glaubhaft dargelegt wurde und eine Verarbeitung nach Abwägung aller Interessen zulässig ist. Das be-
rechtigte Interesse ist insbesondere vor Eingehung von Geschäften mit wirtschaftlichem Risiko gegeben (z.B. 
Rechnungskauf, Kreditvergabe, Abschluss eines Mobilfunk-, Festnetz- oder Versicherungsvertrages).

4. 	 Kategorien der personenbezogenen Daten der ICD
Von der ICD werden personenbezogene Daten (Name, Vorname, Geburtsdatum, Anschrift, frühere Anschriften), 
Informationen zum vertragswidrigen Zahlungsverhalten (siehe auch Ziff. 5), zu Schuldnerverzeichnis- 
eintragungen, (Privat-) Insolvenzverfahren und zur (Nicht-)Erreichbarkeit unter der angegebenen Adresse sowie 
entsprechende Scorewerte verarbeitet bzw. gespeichert.

5. 	 Herkunft der Daten der ICD
Die Daten der ICD stammen aus den amtlichen Insolvenzveröffentlichungen sowie den Schuldnerverzeichnis-
sen, die bei den zentralen Vollstreckungsgerichten geführt werden. Dazu kommen Informationen von Ver-
tragspartnern der ICD über vertragswidriges Zahlungsverhalten basierend auf gerichtlichen sowie außerge-
richtlichen Inkassomaßnahmen. Darüber hinaus werden personenbezogene Daten (Name, Vorname, Geburts-
datum, Anschrift, frühere Anschriften) aus den Anfragen von Vertragspartnern der ICD gespeichert. 

6. 	 Kategorien von Empfängern der personenbezogenen Daten der ICD
Empfänger sind ausschließlich Vertragspartner der ICD. Dies sind insbesondere Unternehmen, die ein wirtschaft-
liches Risiko tragen und ihren Sitz im europäischen Wirtschaftsraum, in Großbritannien und in der Schweiz haben. 
Es handelt sich dabei im Wesentlichen um Versandhandels- bzw. eCommerce-, Telekommunikations- und Ver- 
sicherungsunternehmen, Finanzdienstleister (z.B. Banken, Kreditkartenanbieter), Energieversorgungs- und 
Dienstleistungsunternehmen. Darüber hinaus gehören zu den Vertragspartnern der ICD Unternehmen, die For-
derungen einziehen, wie etwa Inkassounternehmen, Abrechnungsstellen oder Rechtsanwälte. 

7. 	 Dauer der Datenspeicherung der ICD
Die ICD speichert Informationen über Personen nur für eine bestimmte Zeit, nämlich solange, wie deren Spei-
cherung i.S.d. Art. 17 Abs. 1 lit. a) DSGVO notwendig ist.

Die bei ICD zur Anwendung kommenden Prüf- und Löschfristen entsprechen einer Selbstverpflichtung (Code of 
Conduct) der im Verband „Die Wirtschaftsauskunfteien e.V.“ zusammengeschlossenen Auskunfteiunternehmen. 

•	 Informationen über fällige und unbestrittene Forderungen bleiben gespeichert, so lange deren Ausgleich 
nicht bekannt gegeben wurde; die Erforderlichkeit der fortwährenden Speicherung wird jeweils taggenau 
nach vier Jahren überprüft. Wird der Ausgleich der Forderung bekannt gegeben, erfolgt eine Löschung der 
personenbezogenen Daten taggenau drei Jahre danach. 

•	 Daten aus den Schuldnerverzeichnissen der zentralen Vollstreckungsgerichte (Eintragungen nach  
§ 882c Abs. 1 Satz 1 Nr. 1 – 3 ZPO) werden taggenau nach drei Jahren gelöscht, jedoch vorzeitig, wenn der 
ICD eine Löschung durch das zentrale Vollstreckungsgericht nachgewiesen wird.

•	 Informationen über Verbraucher-/Insolvenzverfahren oder Restschuldbefreiungsverfahren werden tag-
genau drei Jahre nach Beendigung des Insolvenzverfahrens oder nach Erteilung oder Versagung der 
Restschuldbefreiung gelöscht.

•	 Informationen über die Abweisung eines Insolvenzantrages mangels Masse, die Aufhebung der Sicherungs-
maßnahmen oder über die Versagung der Restschuldbefreiung werden taggenau nach drei Jahren gelöscht. 

•	 Angaben über Anfragen werden spätestens taggenau nach drei Jahren gelöscht.

•	 Voranschriften bleiben taggenau drei Jahre gespeichert; danach erfolgt die Prüfung der Erforderlichkeit 
der fortwährenden Speicherung für weitere drei Jahre. Danach werden sie taggenau gelöscht, sofern nicht 
zum Zwecke der Identifizierung eine länger währende Speicherung erforderlich ist.

8. 	 Betroffenenrechte gegenüber der ICD
Jede betroffene Person hat gegenüber der ICD das Recht auf Auskunft nach Art. 15 DSGVO, das Recht auf Berich-
tigung nach Art. 16 DSGVO, das Recht auf Löschung nach Art. 17 DSGVO, das Recht auf Einschränkung der Verar-
beitung nach Art. 18 DSGVO. Darüber hinaus besteht die Möglichkeit, sich an die für die ICD zuständige Aufsichts-
behörde – Der Landesdatenschutzbeauftragte für den Datenschutz Baden-Württemberg, Königstr. 10a,  
70173 Stuttgart – zu wenden. Einwilligungen können jederzeit gegenüber dem betreffenden Vertragspartner 
widerrufen werden. Dies gilt auch für Einwilligungen, die bereits vor Inkrafttreten der DSGVO erteilt wurden. Der 
Widerruf der Einwilligung berührt nicht die Rechtmäßigkeit der bis zum Widerruf verarbeiteten personenbezo-
genen Daten. 

Nach Art. 21 Abs. 1 DSGVO kann der Datenverarbeitung aus Gründen, die sich aus der besonderen  
Situation der betroffenen Person ergeben, gegenüber der ICD widersprochen werden.

 

Sofern Sie wissen wollen, welche Daten die ICD zu Ihrer Person gespeichert und an wen sie welche Daten übermittelt 
hat, teilt Ihnen die ICD das gerne im Rahmen einer – unentgeltlichen – schriftlichen Selbstauskunft mit. Die ICD 
bittet um Ihr Verständnis, dass sie aus datenschutzrechtlichen Gründen keinerlei telefonische Auskünfte erteilen 
darf, da eine eindeutige Identifizierung Ihrer Person am Telefon nicht möglich ist. Um einen Missbrauch des Aus-
kunftsrechts durch Dritte zu vermeiden, benötigt die ICD folgende Angaben von Ihnen: 	

Name (ggf. Geburtsname), Vorname(n), Geburtsdatum, Aktuelle Anschrift (Straße, Hausnummer, Postleitzahl und 
Ort), ggf. Voranschriften der letzten fünf Jahre (dies dient der Vollständigkeit der zu erteilenden Auskunft)

Wenn Sie – auf freiwilliger Basis – eine Kopie Ihres Ausweises beifügen, erleichtern Sie der ICD die Identifizierung 
Ihrer Person und vermeiden damit mögliche Rückfragen. Sie können die Selbstauskunft auch via Internet unter 
https://www.arvato.com/finance/de/verbraucher/selbstauskunft/selbstauskunft-anfordern.html beantragen. 

9. 	 Profilbildung/Profiling/Scoring
Die ICD-Auskunft kann um sogenannte Scorewerte ergänzt werden. Beim Scoring der ICD wird anhand von Infor-
mationen und Erfahrungen aus der Vergangenheit eine Prognose insbesondere über Zahlungswahrscheinlich-
keiten erstellt. Das Scoring basiert primär auf Basis der zu einer betroffenen Person bei der ICD gespeicherten 
Informationen. Anhand dieser Daten, von adressbezogenen Daten sowie von Anschriftendaten erfolgt auf Basis 
mathematisch-statistischer Verfahren (insbes. Verfahren der logistischen Regression) eine Zuordnung zu Per-
sonengruppen, die in der Vergangenheit ähnliches Zahlungsverhalten aufwiesen. 

Folgende Datenarten werden bei der ICD für das Scoring verwendet, wobei nicht jede Datenart auch in jede ein-
zelne Berechnung mit einfließt: Daten zum vertragswidrigen Zahlungsverhalten (siehe Ziff. 4. u. 5.), zu Schuld-
nerverzeichnis-Eintragungen und Insolvenzverfahren (siehe Ziff. 4. u. 5.), Geschlecht und Alter der Person,  
adressbezogene Daten (Bekanntsein des Namens bzw. des Haushalts an der Adresse, Anzahl bekannter Personen 
im Haushalt (Haushaltsstruktur), Bekanntsein der Adresse), Anschriftendaten (Informationen zu vertragswidrigem 
Zahlungsverhalten in Ihrem Wohnumfeld (Straße/Haus)), Daten aus Anfragen von Vertragspartnern der ICD.

Besondere Kategorien von Daten i.S.d. Art. 9 DSGVO (z.B. Angaben zur Staatsangehörigkeit, ethnischen Herkunft 
oder zu politischen oder religiösen Einstellungen) werden von ICD weder gespeichert noch bei der Berechnung 
von Wahrscheinlichkeitswerten berücksichtigt. Auch die Geltendmachung von Rechten nach der DSGVO, also 
z.B. die Einsichtnahme in die bei der ICD gespeicherten Informationen nach Art. 15 DSGVO, hat keinen Einfluss 
auf das Scoring. 

Die ICD selbst trifft keine Entscheidungen über den Abschluss eines Rechtsgeschäfts oder dessen Rahmenbe-
dingungen (wie z.B. angebotene Zahlarten), sie unterstützt die ihr angeschlossenen Vertragspartner lediglich 
mit ihren Informationen bei der diesbezüglichen Entscheidungsfindung. Die Risikoeinschätzung und Beurteilung 
der Kreditwürdigkeit sowie die darauf basierende Entscheidung erfolgt allein durch Ihren Geschäftspartner.  

Information nach Art. 14 EU-DSGVO 
der CRIF Bürgel GmbH
1.	 Name und Kontaktdaten der verantwortlichen Stelle sowie des betrieblichen Datenschutzbeauftragten

CRIF Bürgel GmbH, Radlkoferstraße 2, 81373 München, Tel.: +49 40 89803-0

Der betriebliche Datenschutzbeauftragte der CRIF Bürgel GmbH ist unter der o. g. Anschrift, zu Hd. Abteilung 
Datenschutz oder per E-Mail unter datenschutz@buergel.de erreichbar.

2.	 Datenverarbeitung durch die CRIF Bürgel GmbH
2.1	 Zwecke der Datenverarbeitung und berechtigte Interessen, die von der CRIF Bürgel GmbH oder einem 

Dritten verfolgt werden
Die CRIF Bürgel GmbH verarbeitet personenbezogene Daten, um berechtigten Empfängern Informationen 
zur Beurteilung der Kreditwürdigkeit von natürlichen und juristischen Personen zu geben. Hierzu werden 
auch Scorewerte errechnet und übermittelt. Die CRIF Bürgel GmbH stellt die Informationen nur dann zur 
Verfügung, wenn ein berechtigtes Interesse hieran im Einzelfall glaubhaft dargelegt wurde und eine Verar-
beitung nach Abwägung aller Interessen zulässig ist. Das berechtigte Interesse ist insbesondere vor Eingehung 
von Geschäften mit finanziellem Ausfallrisiko gegeben. Die Kreditwürdigkeitsprüfung dient der Bewahrung 
der Empfänger vor Verlusten im Kreditgeschäft und eröffnet gleichzeitig die Möglichkeit, Kreditnehmer durch 
Beratung vor einer übermäßigen Verschuldung zu bewahren. Die Verarbeitung der Daten erfolgt darüber 
hinaus zur Betrugsprävention, Geldwäscheprävention, Identitätsprüfung, Anschriftenermittlung, Kunden-
betreuung, Risikosteuerung und zum Direktmarketing. Über etwaige Änderungen der Zwecke der Datenver-
arbeitung wird die CRIF Bürgel GmbH gemäß Art. 14 Abs. 4 DS-GVO informieren.

2.2	Rechtsgrundlagen für die Datenverarbeitung
Die CRIF Bürgel GmbH verarbeitet personenbezogene Daten auf Grundlage der Bestimmungen der Daten-
schutz-Grundverordnung. Die Verarbeitung erfolgt auf Basis von Einwilligungen sowie auf Grundlage des  
Art. 6 Abs. 1 Buchstabe f DS-GVO, soweit die Verarbeitung zur Wahrung der berechtigten Interessen des 
Verantwortlichen oder eines Dritten erforderlich ist und nicht die Interessen oder Grundrechte und Grund-
freiheiten der betroffenen Person, die den Schutz personenbezogener Daten erfordern, überwiegen. Das 
berechtigte Interesse ist insbesondere vor Eingehung von Geschäften mit finanziellem Ausfallrisiko gegeben.

Einwilligungen können jederzeit gegenüber dem betreffenden Vertragspartner widerrufen werden. Dies gilt 
auch für Einwilligungen, die bereits vor Inkrafttreten der DS-GVO erteilt wurden. Der Widerruf der Einwilligung 
berührt nicht die Rechtmäßigkeit der bis zum Widerruf verarbeiteten personenbezogenen Daten. 

2.3	Herkunft der Daten
Die CRIF Bürgel GmbH erhält ihre Daten von ihren Vertragspartnern. Dies sind im Europäischen Wirtschafts-
raum oder in der Schweiz ansässige Unternehmen aus den Bereichen Handel, Dienstleistung, Vermietung, 
Energieversorgung, Telekommunikation, Versicherung oder Inkasso sowie Kreditinstitute, Finanz- und 
Zahlungsdienstleister und weitere Vertragspartner, die zu den unter Ziffer 2.1 genannten Zwecken Produkte 
der CRIF Bürgel GmbH nutzen. Darüber hinaus verarbeitet die CRIF Bürgel GmbH Informationen aus allgemein 
zugänglichen Quellen wie öffentlichen Verzeichnissen und amtlichen Bekanntmachungen (Handelsregister, 
Schuldnerverzeichnisse, Insolvenzbekanntmachungen).

2.4	Kategorien personenbezogener Daten, die verarbeitet werden 
•	 Personendaten, z. B. Name (ggf. auch vorherige Namen, die auf gesonderten Antrag beauskunftet werden), 

Vorname, Geburtsdatum, Geburtsort, Anschrift, frühere Anschriften

•	 Informationen über unbestrittene, fällige und mehrfach angemahnte oder titulierte Forderungen sowie 
deren Erledigung

•	 Hinweise auf missbräuchliches oder sonstiges betrügerisches Verhalten wie Identitäts- oder Bonitätstäu-
schungen im Zusammenhang mit Verträgen über Telekommunikationsleistungen oder Verträgen mit 
Kreditinstituten oder Finanzdienstleistern (Kredit- oder Anlageverträge, Girokonten)

•	 Informationen aus öffentlichen Verzeichnissen und amtlichen Bekanntmachungen 

•	 Wahrscheinlichkeitswerte

2.5	Kategorien von Empfängern der personenbezogenen Daten
Empfänger sind Vertragspartner der in Ziffer 2.3 genannten Branchen. Die Übermittlung von Daten in Länder 
außerhalb des Europäischen Wirtschaftsraumes erfolgt gemäß den Anforderungen der Europäischen Kom-
mission. Weitere Empfänger können Auftragnehmer der CRIF Bürgel GmbH nach Art. 28 DS-GVO sein. 

2.6	Dauer der Datenspeicherung
Die CRIF Bürgel GmbH speichert Informationen über Personen nur für eine bestimmte Zeit. 

Maßgebliches Kriterium für die Festlegung dieser Zeit ist die Erforderlichkeit. Im Einzelnen sind die Speicher-
fristen in einem Code of Conduct des Verbandes „Die Wirtschaftsauskunfteien e. V.“ festgelegt. Danach beträgt 
die grundsätzliche Speicherdauer von personenbezogenen Daten jeweils drei Jahre auf den Tag genau nach 
deren Erledigung. Davon abweichend werden z. B. gelöscht: 

•	 Daten aus den Schuldnerverzeichnissen der zentralen Vollstreckungsgerichte nach drei Jahren auf den 
Tag genau, jedoch vorzeitig, wenn der CRIF Bürgel GmbH eine Löschung durch das zentrale Vollstreckungs-
gericht nachgewiesen wird.

•	 Informationen über Verbraucher-/Insolvenzverfahren oder Restschuldbefreiungsverfahren auf den Tag 
genau drei Jahre nach Beendigung des Insolvenzverfahrens oder Erteilung der Restschuldbefreiung. In 
besonders gelagerten Einzelfällen kann auch abweichend eine frühere Löschung erfolgen.

•	 Informationen über die Abweisung eines Insolvenzantrags mangels Masse, die Aufhebung der Sicherungs-
maßnahmen oder über die Versagung der Restschuldbefreiung auf den Tag genau nach drei Jahren. 

•	 Voranschriften bleiben auf den Tag genau drei Jahre gespeichert; danach erfolgt die Prüfung der Erforder-
lichkeit der fortwährenden Speicherung für weitere drei Jahre. Danach werden sie auf den Tag genau ge-
löscht, sofern nicht zum Zwecke der Identifizierung eine länger währende Speicherung erforderlich ist. 

3.	 Betroffenenrechte
Jede betroffene Person hat gegenüber der CRIF Bürgel GmbH das Recht auf Auskunft nach Art. 15 DS-GVO, das 
Recht auf Berichtigung nach Art. 16 DS-GVO, das Recht auf Löschung nach Art. 17 DS-GVO und das Recht auf 
Einschränkung der Verarbeitung nach Art. 18 DS-GVO. Darüber hinaus besteht die Möglichkeit, sich an die für die 
CRIF Bürgel GmbH zuständige Aufsichtsbehörde, das Bayerische Landesamt für Datenschutzaufsicht zu wenden. 
Einwilligungen können jederzeit gegenüber dem betreffenden Vertragspartner widerrufen werden.

Nach Art. 21 Abs. 1 DS-GVO kann der Datenverarbeitung aus Gründen, die sich aus der besonderen Situa-
tion der betroffenen Person ergeben, widersprochen werden. Der Widerspruch kann formfrei erfolgen und 
ist zu richten an die CRIF Bürgel GmbH, Datenschutz, Radlkoferstraße 2, 81373 München.

 

4.	 Profilbildung (Scoring)
Vor Geschäften mit einem wirtschaftlichen Risiko möchten Geschäftspartner möglichst gut einschätzen können, 
ob den eingegangenen Zahlungsverpflichtungen nachgekommen werden kann. Durch die Auskunft und mittels 
sogenannter Wahrscheinlichkeitswerte unterstützt die CRIF Bürgel GmbH Unternehmen bei der Entscheidungs-
findung und hilft dabei, alltägliche (Waren-)Kreditgeschäfte rasch abzuwickeln. 

Hierbei wird anhand von gesammelten Informationen und Erfahrungen aus der Vergangenheit eine Prognose 
über zukünftige Ereignisse erstellt. Die Berechnung der Wahrscheinlichkeitswerte erfolgt bei der CRIF Bürgel 
GmbH primär auf Basis der zu einer betroffenen Person bei der CRIF Bürgel GmbH gespeicherten Informationen, 
die auch in der Auskunft gemäß Art. 15 DSGVO ausgewiesen werden. Zudem finden Anschriftendaten Verwendung. 
Anhand der zu einer Person gespeicherten Einträge und der sonstigen Daten erfolgt eine Zuordnung zu statis-
tischen Personengruppen, die in der Vergangenheit ein ähnliches Zahlungsverhalten aufwiesen. Das verwen-
dete Verfahren wird als „logistische Regression“ bezeichnet und ist eine fundierte, seit Langem praxiserprobte, 
mathematisch-statistische Methode zur Prognose von Risikowahrscheinlichkeiten. 

Folgende Daten werden bei der CRIF Bürgel GmbH zur Scoreberechnung verwendet, wobei nicht jede Datenart 
auch in jede einzelne Scoreberechnung mit einfließt: Geburtsdatum, Geschlecht, Warenkorbwert, Anschriften-
daten und Wohndauer, bisherige Zahlungsstörungen, öffentliche Negativmerkmale wie Nichtabgabe der Vermö-
gensauskunft, Gläubigerbefriedigung ausgeschlossen, Gläubigerbefriedigung nicht nachgewiesen, Inkassover-
fahren und Inkassoüberwachungsverfahren.

Die CRIF Bürgel GmbH selbst trifft keine Entscheidungen, sie unterstützt die ihr angeschlossenen Vertragspart-
ner lediglich mit ihren Informationen bei der Entscheidungsfindung. Die Risikoeinschätzung und Beurteilung der 
Kreditwürdigkeit erfolgt allein durch den direkten Geschäftspartner, da nur dieser über zahlreiche zusätzliche 
Informationen verfügt. Dies gilt auch dann, wenn er sich allein auf die Informationen und Wahrscheinlichkeits-
werte der CRIF Bürgel GmbH verlässt. 
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1.	 Name und Kontaktdaten der verantwortlichen Stelle sowie des betrieblichen Datenschutzbeauftragten

SCHUFA Holding AG, Kormoranweg 5, 65201 Wiesbaden, Tel.: +49 (0) 6 11-92 78 0

Der betriebliche Datenschutzbeauftragte der SCHUFA ist unter der o.g. Anschrift, zu Hd. Abteilung Datenschutz 
oder per E-Mail unter datenschutz@schufa.de erreichbar.

2.	 Datenverarbeitung durch die SCHUFA

2.1 	Zwecke der Datenverarbeitung und berechtigte Interessen, die von der SCHUFA oder einem Dritten verfolgt 
werden

Die SCHUFA verarbeitet personenbezogene Daten, um berechtigten Empfängern Informationen zur Beurteilung 
der Kreditwürdigkeit von natürlichen und juristischen Personen zu geben. Hierzu werden auch Scorewerte er-
rechnet und übermittelt. Sie stellt die Informationen nur dann zur Verfügung, wenn ein berechtigtes Interesse 
hieran im Einzelfall glaubhaft dargelegt wurde und eine Verarbeitung nach Abwägung aller Interessen zulässig 
ist. Das berechtigte Interesse ist insbesondere vor Eingehung von Geschäften mit finanziellem Ausfallrisiko 
gegeben. Die Kreditwürdigkeitsprüfung dient der Bewahrung der Empfänger vor Verlusten im Kreditgeschäft 
und eröffnet gleichzeitig die Möglichkeit, Kreditnehmer durch Beratung vor einer übermäßigen Verschuldung 
zu bewahren. Die Verarbeitung der Daten erfolgt darüber hinaus zur Betrugsprävention, Seriositätsprüfung, 
Geldwäscheprävention, Identitäts- und Altersprüfung, Anschriftenermittlung, Kundenbetreuung oder Risiko-
steuerung sowie der Tarifierung oder Konditionierung. Neben den vorgenannten Zwecken verarbeitet die 
SCHUFA personenbezogene Daten auch zu internen Zwecken (z. B. Geltendmachung rechtlicher Ansprüche und 
Verteidigung bei rechtlichen Streitigkeiten, Allgemeine Geschäftssteuerung und Weiterentwicklung von Dienst-
leistungen und Produkten, Gewährleistung der IT-Sicherheit und des IT-Betriebs). Das berechtigte Interesse 
hieran ergibt sich aus den jeweiligen Zwecken und ist im Übrigen wirtschaftlicher Natur (effiziente Aufgabener-
füllung, Vermeidung von Rechtsrisiken). Über etwaige Änderungen der Zwecke der Datenverarbeitung wird die 
SCHUFA gemäß Art. 14 Abs. 4 DS-GVO informieren.

2.2 	Rechtsgrundlagen für die Datenverarbeitung

Die SCHUFA verarbeitet personenbezogene Daten auf Grundlage der Bestimmungen der Datenschutz-Grund-
verordnung. Die Verarbeitung erfolgt auf Basis von Einwilligungen sowie auf Grundlage des Art. 6 Abs. 1 Buch-
stabe f DS-GVO, soweit die Verarbeitung zur Wahrung der berechtigten Interessen des Verantwortlichen oder 
eines Dritten erforderlich ist und nicht die Interessen oder Grundrechte und Grundfreiheiten der betroffenen 
Person, die den Schutz personenbezogener Daten erfordern, überwiegen. Einwilligungen können jederzeit ge-
genüber dem betreffenden Vertragspartner widerrufen werden. Dies gilt auch für Einwilligungen, die bereits vor 
Inkrafttreten der DS-GVO erteilt wurden. Der Widerruf der Einwilligung berührt nicht die Rechtmäßigkeit der bis 
zum Widerruf verarbeiteten personenbezogenen Daten.

2.3 	Herkunft der Daten

Die SCHUFA erhält ihre Daten von ihren Vertragspartnern. Dies sind im europäischen Wirtschaftsraum und in der 
Schweiz sowie ggf. weiteren Drittländern (sofern zu diesen ein entsprechender Angemessenheitsbeschluss der 
Europäischen Kommission existiert) ansässige Institute, Finanzunternehmen und Zahlungsdienstleister, die ein 
finanzielles Ausfallrisiko tragen ( z. B. Banken, Sparkassen, Genossenschaftsbanken, Kreditkarten-, Factoring- und 
Leasingunternehmen) sowie weitere Vertragspartner, die zu den unter Ziffer 2.1 genannten Zwecken Produkte 
der SCHUFA nutzen, insbesondere aus dem (Versand-)Handels-, eCommerce-, Dienstleistungs-, Vermietungs-, 
Energieversorgungs-, Telekommunikations-, Versicherungs-, oder Inkassobereich. Darüber hinaus verarbeitet 
die SCHUFA Informationen aus allgemein zugänglichen Quellen wie öffentlichen Verzeichnissen und amtlichen 
Bekanntmachungen (Schuldnerverzeichnisse, Insolvenzbekanntmachungen).

2.4	 Kategorien personenbezogener Daten, die verarbeitet werden (Personendaten, Zahlungsverhalten und Vertrags-
treue)

• 	 Personendaten, z. B. Name (ggf. auch vorherige Namen, die auf gesonderten Antrag beauskunftet werden), 
Vorname, Geburtsdatum, Geburtsort, Anschrift, frühere Anschriften

•	 Informationen über die Aufnahme und vertragsgemäße Durchführung eines Geschäftes (z. B. Girokonten, 
Ratenkredite, Kreditkarten, Pfändungsschutzkonten, Basiskonten)

•	 Informationen über unbestrittene, fällige und mehrfach angemahnte oder titulierte Forderungen sowie deren 
Erledigung

•	 Informationen zu missbräuchlichem oder sonstigem betrügerischem Verhalten wie Identitäts- oder Boni-
tätstäuschungen

	 Informationen aus öffentlichen Verzeichnissen und amtlichen Bekanntmachungen

•	 Scorewerte

2.5 Kategorien von Empfängern der personenbezogenen Daten

Empfänger sind im europäischen Wirtschaftsraum, in der Schweiz sowie ggf. weiteren Drittländern (sofern zu 
diesen ein entsprechender Angemessenheitsbeschluss der Europäischen Kommission existiert) ansässige 
Vertragspartner gem. Ziffer 2.3. Weitere Empfänger können externe Auftragnehmer der SCHUFA nach Art. 28 
DS-GVO sowie externe und interne SCHUFA-Stellen sein. Die SCHUFA unterliegt zudem den gesetzlichen Ein-
griffsbefugnissen staatlicher Stellen.

2.6 Dauer der Datenspeicherung

Die SCHUFA speichert Informationen über Personen nur für eine bestimmte Zeit.

Maßgebliches Kriterium für die Festlegung dieser Zeit ist die Erforderlichkeit. Für eine Prüfung der Erforderlich-
keit der weiteren Speicherung bzw. die Löschung personenbezogener Daten hat die SCHUFA Regelfristen fest-
gelegt. Danach beträgt die grundsätzliche Speicherdauer von personenbezogenen Daten jeweils drei Jahre 
taggenau nach deren Erledigung. Davon abweichend werden z. B. gelöscht:

•	 Angaben über Anfragen nach zwölf Monaten taggenau

•	 Informationen über störungsfreie Vertragsdaten über Konten, die ohne die damit begründete Forderung do-
kumentiert werden (z. B. Girokonten, Kreditkarten, Telekommunikationskonten oder Energiekonten), Infor-
mationen über Verträge, bei denen die Evidenzprüfung gesetzlich vorgesehen ist (z. B. Pfändungsschutzkon-
ten, Basiskonten) sowie Bürgschaften und Handelskonten, die kreditorisch geführt werden, unmittelbar nach 
Bekanntgabe der Beendigung.

•	 Daten aus den Schuldnerverzeichnissen der zentralen Vollstreckungsgerichte nach drei Jahren taggenau, 
jedoch vorzeitig, wenn der SCHUFA eine Löschung durch das zentrale Vollstreckungsgericht nachgewiesen 
wird

•	 Informationen über Verbraucher-/Insolvenzverfahren oder Restschuldbefreiungsverfahren taggenau drei 
Jahre nach Beendigung des Insolvenzverfahrens oder Erteilung der Restschuldbefreiung. In besonders gela-
gerten Einzelfällen kann auch abweichend eine frühere Löschung erfolgen.

• 	 Informationen über die Abweisung eines Insolvenzantrages mangels Masse, die Aufhebung der Sicherungs-
maßnahmen oder über die Versagung der Restschuldbefreiung taggenau nach drei Jahren

•	 Personenbezogene Voranschriften bleiben taggenau drei Jahre gespeichert; danach erfolgt die Prüfung der 
Erforderlichkeit der fortwährenden Speicherung für weitere drei Jahre. Danach werden sie taggenau gelöscht, 
sofern nicht zum Zwecke der Identifizierung eine länger währende Speicherung erforderlich ist.

3.	 Betroffenenrechte

Jede betroffene Person hat gegenüber der SCHUFA das Recht auf Auskunft nach Art. 15 DS-GVO, das Recht auf Be-
richtigung nach Art. 16 DS-GVO, das Recht auf Löschung nach Art. 17 DS-GVO und das Recht auf Einschränkung der 
Verarbeitung nach Art. 18 DS- GVO. Die SCHUFA hat für Anliegen von betroffenen Personen ein Privatkunden Ser-
viceCenter eingerichtet, das schriftlich unter SCHUFA Holding AG, Privatkunden ServiceCenter, Postfach 10 34 41, 
50474 Köln, telefonisch unter +49 (0) 6 11-92 78 0 und über ein Internet-Formular unter www.schufa.de erreich-
bar ist. Darüber hinaus besteht die Möglichkeit, sich an die für die SCHUFA zuständige Aufsichtsbehörde, den 
Hessischen Datenschutzbeauftragten, zu wenden. Einwilligungen können jederzeit gegenüber dem betreffen-
den Vertragspartner widerrufen wer den.

Wir sind verpflichtet Sie darauf hinzuweisen, dass Sie nach Art. 21 Abs. 1 DS-GVO der Datenverarbei-
tung aus Gründen, die sich aus Ihrer besonderen Situation ergeben (z. B. Zeugenschutz, Frauenhaus), 
widersprechen können. Der Widerspruch kann formfrei erfolgen und ist zu richten an SCHUFA Holding 
AG, Privatkunden ServiceCenter, Postfach 10 34 41, 50474 Köln.

4.	 Profilbildung (Scoring)

Vor Geschäften mit einem finanziellen Ausfallrisiko möchten Geschäftspartner möglichst gut einschätzen 
können, ob den eingegangenen Zahlungsverpflichtungen nachgekommen werden kann. Durch die SCHUFA-Aus-
kunft und die Profilbildung mittels sogenannter Scorewerte unterstützt die SCHUFA Kredit gebende Unterneh-
men bei der Entscheidungsfindung und hilft dabei, alltägliche Kreditgeschäfte rasch abwickeln zu können. Beim 
Scoring wird anhand von gesammelten Informationen und Erfahrungen aus der Vergangenheit eine Prognose 
über zukünftige Ereignisse erstellt. Die Berechnung aller Wahrscheinlichkeitswerte erfolgt bei der SCHUFA 
grundsätzlich auf Basis der zu einer betroffenen Person bei der SCHUFA gespeicherten Informationen, die auch 
in der Auskunft nach Art. 15 DS-GVO ausgewiesen werden. Darüber hinaus berücksichtigt die SCHUFA beim 
Scoring die Bestimmungen des § 31 BDSG. Anhand der zu einer Person gespeicherten Einträge erfolgt eine Zu-
ordnung zu statistischen Personengruppen, die in der Vergangenheit ähnliche Einträge aufwiesen. Die Scorebe-
rechnungen erfolgen auf mathematisch-statistisch anerkannten und bewährten Verfahren.

Folgende Datenarten werden bei der SCHUFA zur Scoreberechnung verwendet, wobei nicht jede Datenart auch 
in jede einzelne Scoreberechnung mit einfließt: Allgemeine Daten (z. B. Geburtsdatum, Geschlecht oder Anzahl 
im Geschäftsverkehr verwendeter Anschriften), bisherige Zahlungsstörungen, Kreditaktivität letztes Jahr, Kre-
ditnutzung, Länge Kredithistorie sowie Anschriftendaten (nur wenn wenige personenbezogene kreditrelevante 
Informationen vorliegen). Bestimmte Informationen werden weder gespeichert noch bei der Berechnung von 
Scorewerten berücksichtigt, z. B. Angaben zur Staatsangehörigkeit oder besonders sensible Daten nach  
Art. 9 DS-GVO (z. B. ethnische Herkunft oder Angaben zu politischen oder religiösen Einstellungen). Auch die 
Geltendmachung von Rechten nach der DS-GVO, also z. B. die Einsichtnahme in die bei der SCHUFA gespeicher-
ten Informationen nach Art. 15 DS-GVO, hat keinen Einfluss auf die Scorewerte.

Mit welcher Wahrscheinlichkeit eine Person einen Baufinanzierungskredit zurückzahlen wird, muss nicht der 
Wahrscheinlichkeit entsprechen, mit der sie eine Rechnung beim Versandhandel termingerecht bezahlt. Aus 
diesem Grund bietet die SCHUFA ihren Vertragspartnern unterschiedliche branchenspezifische Scoremodelle 
an, die sogenannten SCHUFA-Branchenscores. Diese repräsentieren in der Regel die Wahrscheinlichkeit einer 
Zahlungsstörung innerhalb von 15 Monaten. Bei einzelnen Branchen kann der Zeitraum abweichen, um besser 
auf Eigenheiten der branchenüblichen Geschäftsmodelle einzugehen (z. B. Telekommunikation, Baufinanzierung). 
Scores verändern sich stetig, da sich auch die Informationen, die bei der SCHUFA über eine Person gespeichert 
sind, verändern. So kommen neue Informationen hinzu, während andere aufgrund von Speicherfristen gelöscht 
werden. Außerdem ändern sich auch die Informationen selbst im Zeitverlauf (etwa die Dauer des Bestehens einer 
Geschäftsbeziehung), so dass auch ohne neue Informationen Veränderungen auftreten.

Wichtig zu wissen: Die SCHUFA selbst trifft keine Entscheidungen, sie unterstützt die ihr angeschlossenen Ver-
tragspartner lediglich mit ihren Informationen bei der Entscheidungsfindung. Die Risikoeinschätzung und Be-
urteilung der Kreditwürdigkeit erfolgt allein durch den direkten Geschäftspartner, da nur dieser über zahlreiche 
zusätzliche Informationen – wie zum Beispiel die aus einem Kreditantrag – verfügt. Dies gilt selbst dann, wenn 
er sich einzig auf die von der SCHUFA gelieferten Informationen und Scorewerte verlässt.

Unabhängig vom Bonitätsscoring unterstützt die SCHUFA ihre Geschäftspartner mit dem FraudPreCheck (FPC) 
durch Profilbildungen bei der Erkennung auffälliger Sachverhalte (z. B. zum Zwecke der Betrugsprävention im 
Versandhandel). Hierzu erfolgt eine Analyse von Anfragen von Geschäftspartnern der SCHUFA, um diese auf 
potenzielle Auffälligkeiten hin zu prüfen. In diese Berechnung, die für den jeweiligen Geschäftspartner individu-
ell erfolgt, können neben Anfragen der zurückliegenden 90 Tage, die aufgrund von Erkenntnissen der SCHUFA 
zu bekannten Manipulationsmustern von der angefragten betroffenen Person stammen, auch Anschriftendaten, 
Informationen ob und in welcher Funktion in allgemein zugänglichen Quellen ein Eintrag zu einer Person des 
öffentlichen Lebens mit übereinstimmenden Personendaten existiert, sowie aggregierte statistische Informa-
tionen aus dem SCHUFA-Datenbestand einfließen. Darüber hinaus können auch die jeweils aufgeführten Anfra-
gezeiten bei der Ermittlung der Auffälligkeit berücksichtigt werden, wobei die SCHUFA davon ausgeht, dass in-
nerhalb von drei Stunden vor dem aufgeführten Anfragezeitpunkt die Antragstellung durch die betroffene Person 
erfolgte.

Unter Einbeziehung dieser Informationen wird sodann ein zehnstelliger Auffälligkeitswert (FPC-Wert) zwischen 
0 und 1 ermittelt und an den Geschäftspartner ausgegeben. Dabei gilt: je kleiner der ermittelte FPC-Wert, desto 
unauffälliger sind die Anfragedaten, je größer der Wert, desto größer die Auffälligkeit. Die Geschäftspartner der 
SCHUFA können den Wert zur weiteren risikovermindernden Steuerung ihrer Geschäftsprozesse einsetzen. 
Welche Bedeutung ein konkreter FPC-Wert für den jeweiligen Geschäftspartner hat, entscheidet dieser stets 
selbst anhand der jeweiligen Risikostruktur. Eine erhöhte Auffälligkeit kann z. B. dazu führen, dass der Geschäfts-
partner risikobehaftete Zahlungsarten wie den Rechnungskauf nicht anbietet, sie ist jedoch allein kein Grund, 
einen Antrag abzulehnen. Die Geschäftspartner setzen neben dem FPC-Wert auch eigene Verfahren zur Betrugs-
prävention ein, die häufig miteinander kombiniert werden.

Da sich ein Geschäftsvorgang im Distanzhandel bis beispielsweise zur Auslieferung der bestellten Ware über 
mehrere Schritte hinziehen kann, kann der Geschäftspartner bis zum Abschluss des Geschäftsvorgangs neu 
bekannt gewordene Informationen über Auffälligkeiten in Form aktualisierter FPC-Werte abrufen.

Die von den Geschäftspartnern zum Zwecke der Betrugsprävention übermittelten Anfragedaten werden bei der 
SCHUFA taggenau 12 Monate gespeichert und auf der Datenkopie (nach Art. 15 DS-GVO) ausgewiesen. Ferner 
werden die personenbezogenen Daten ausgewiesen, die zur Verarbeitung in diesem Verfahren aktuell bei der 
SCHUFA gespeichert sind. Auswirkungen auf die Bonitätsbeurteilung und das Bonitätsscoring durch die SCHUFA 
hat das FPC-Verfahren nicht.

Weitere Informationen zum Kreditwürdigkeitsscoring oder zur Erkennung auffälliger Sachverhalte sind unter 
www.scoring-wissen.de erhältlich.
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